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1.

AWS EC2 instance: an £C2 instance is a virtual serverin Amazon’s

Elastic Compute Cloud (EC2) for running applications on the Amazon Web Services
(AWS) infrastructure.

Process launch EC2 instance:

1. Signin to the AWS Management Console.

aAWs aws

Sign in
Root user signin @

® Root user
Account owner that performs tasks requiring Email: abhishekdastmT@gmai\.com
unrestricted access. Learn more

. Password Forgot password?
) IAM user
User within an account that performs daily tasks. [ }
Learn more

abhishekdas0317@gmail.com
Sign in to a different account

—— s Grete a new ANS acour

2. Choose EC2 from compute services and click on launch instance.

Resources [ @ Account attributes [
tatfo

0 | Load balancers o

Volumes

@ Easily size, configure, and deploy Microsoft SQL Server Always On availability groups on AWS using the AWS Launch Wizard for SQL Server. Learn more x

Additional information [

Scheduled events (<]



https://searchnetworking.techtarget.com/definition/virtual-server
https://searchaws.techtarget.com/definition/Amazon-Elastic-Compute-Cloud-Amazon-EC2
https://searchaws.techtarget.com/definition/Amazon-Web-Services

3.

Tick on free tier and select AMI AMZON from free tier services.

WS Senvices v

1.Choose AWl 2. Choose Instance Type

4 AddStorage 5 Add

6. Configure Securty Group 7. Review

AnAMI s a template that contains the software configuration (cperating system, application server, and applications) required to launch your instarce. You can select an AMI provided by AWS. our user communly, or the AWS Marketplace: or you can select one of your own AMis

Search for an AMI by rch term e.g. “Wind

Red Hal  Red Hat £

erprse Linux version 8 (HVN), EBS General Purpose (38D) Volume Type

SUSELinux  SUSE Linux Enterprise Server 15 Service Pack 2 (HVM), EBS General Furpose (SSD) Volume Type. Amazon EC2 AMI Tools preinstalled; Apache 2.2, MySGL 5.5 PHP 5.3, and Ruby 1.8.7 available.

® 640t (x36)

Rootdevies type ebs  Virualizzion type: hum  ENA Enabled: Yes O 64-bit (Arm)

Ubuntu Server 20.04 LTS (HVM),EBS General Purpose (SSD) Volume Type. Support avallable rom Caronical (itp /i ubuntu. com/cloudiservices).

64it (186)
Rootdevics type ebs  Virualizzion type: hum  ENA Enabled: Yes O 64-bit (Arm)

Free tlr eighle

Step 1: Choose an Amazon Machine Image (AMI) Gancel and Exit

Search by Systems Manager parameter|

Quick Start 11015 0f 15 Allls
My AMIs Amazon Linux 2 AMI (HVM), $SD Volume Type - ami-0820c29924195beba (64-bit x86) / ami-0437d5dbe8fdc3d52 (64-bit Arm) m
R Amazon Linux_ Anvszoninux comes vith e years suppor: It provides Linuekemel 414 tned o otiml ercmance or Amszon EC2,systemd 21, GEC 73, Gibe 226, Biutls 2291, and thelaest softvare packages rough extas. This Al isthe oo

akelpiace successar of the Amazon Linuc AMI that s approaciing end of lfe on Decemter 31, 2020 and has been removed from this wizard. - EJ(D\Iw;\r\n"
Community Alls Rootdeicstype ebs Viruazon e hum  ENA bl Yes
@  RedHatEnterprise Linux 8 (HVM), $SD Volume Type - ami-0a0d27a0fdf5:0efc (64-bit »86) | ami-0815d75a127c17249 (54-tit Am)
GFreetierony ( :

® 64-bit (x86)
:
Rootdevies type ebs  Virualizzion type: hum  ENA Enabled: Yes O 64-bit (Arm)
o~ SUSE Linux Enterprise Server 15 SP2 (HVM), $8D Volume Type - ami-0b3acf3edf2307475 (64-tit x85) / ami-0ab71076ab0k53b0d (64-bit Arm) m

® Ubuntu Server 20.04 LTS (HVM), $SD Volume Type - ami-0a¢a70bd98c6d5441 (64-bit x86) / ami-00e24e249b2d7015¢ (64-bit Arm) m

Choose free tier 1cpu 1gh ram (t2 micro).

aws

Services ¥ £ GEMNVEY  Mumbai v Support ¥

1.Choose AMI 2. Choose Instance Type 3 Coniigure In

5.Ad0Tags 0. Configue Securly Group 7. Review

Step 2: Choose an Instance Type

Amazon EC2 provides a wide selection of instance types optimized to fitdiflerent use cases. Instances are virtual servers that can run applications. They have varying combinations of CPU, memory, storage, and networking capacity, and give you the flexibilty to choose the appropriate mix of resources|
for your applications. Lear more about instance types and how they can meet your computing needs.

Filterby: | Allinstance families v | Currentgeneration v Show/Hide Columns

Currently selected: 12.micro (- ECUS, 1 VCPUS, 2.5 GHZ, -, 1 GIB memory, EBS only)

Family Type vePUs (i Memory (GiB) Instance Storage (GB) (i i Network Performance (i 1PV6 Support (i
© @.nano 1 05 s only - Low 1o Moderate Yes
(] 2 T 1 1 €8S only - Low to Moderate Yes
[} 2 smal 1 2 €8S only - Low to Moderate Yes
© 2 medium 2 s Low to Moderate Yes
2 2arge 2 s - Low to Moderate Yes

Configure instance detail and add storage.

£ GEMNVEw  Mumbsi v Support ¥

1.ChosseAMI 2. Choose InstanceType 3. Configure Instance 4 Add Storage 5. Ak

6. Configure Security Group 7. Review

Step 3: Configure Instance Details

Configure the Instance to sult your requirements. You can launch multiple Instances from the same AMI, request Spot Instances to take advantage of the lower pricing, assign an access management role o the Instance, and more.
Number of instances (i 1 Launch into Auto Scaling Group (i

Purchasing option (i

equest Spot instances

Network (i Vpe-34dazast (defaul) %) C create new Ve
subnet (7 No preference (default subnet in any Availabilty Zon ¥ Create new subnet
Auto-assign Public IP (i Use subnet setting (Enable) -
Placement group (i DAda instance to placement group
Capacity Reservation (i Open “*
Domain join directory (7 No directory 2 C Create new directory
IAMrole (i oo &) C Create new 1AM role
CPU options (7 O'specity CPU options
Shutdown behavior (i Stop *
Stop - Hibernate behavior (i OEnable hiberation as an addtional stop benavior
Enable termination protection (i OProtect against accidental termination
Monitoring (i DEnable CloudWatch detalled monitoring

Additional charges apply

Tenaney (i ‘Shared - Run a shared hardware instance £
Additional charges will apply for dedicated tenancy

cancel | previous | ([ETUEIRTEMIRY | next: da stora

Mumbsi v

1.Chosse AMI 2. Choose Instance Type 3. Configure Instance 4. Add Storage

onfigure Securt

Step 4: Add Storage

Your nstance will be launched wih the following storage evice settings. You can aftach additonal EBS volumes and instance store volumes to your nstance, or
ditthe settings of the root volume. You can aiso attach additional EBS volumes afer launching an instance, but not instance store volumes. Learn more abou
storage options in Amazon EC2.

Votume Tpe Devis | snapshot sze (@) D Volume ype 0 0P8 ()| ISP puieeon Teminaton (1) | Enerypton (
Root devixvda snap-07e0efc01c68d3978 8 General Purpose SSD (gp2) 100/3000 N/A Not pted -

Add New Volume

Free tier eligible customers can get up to 30 GB of EBS General Purpose (SSD) or Magnelic storage. Leam more about free usage tier elgibilty and
usage restrictions.




6. Click on review and launch.

1.ChooseAMI 2.Choose lnstance Type 3. Configure Instance 4. Add Storage  5.AddTags 6. Configure Securlty Growp 7. Review

Step 5: Add Tags

Atag consists of a case-sensilive key-value pair. For example, you could define a tag with key = Name and value = Webserver.
Acopy of a tag can be applied to volumes, instances or both,

Tags will be appiied to allinstances and volumes. Lear more about tagging your Amazon EC2 fesources.

ietwork

Key (128 characters maximum) Value (256 characters maximum) Instances (i) Volumes (i) ::mn'aees @

This resource curently has no tags
Choose the Add tag button or click to add a Name tag

Make sure your 1AM policy includes permissions to create tags.

AddTag | (Upto 50 tags maximum)

cancel | Previous [IEVEUSTENLN | Next: Configure Security Gro

1.ChooseAMI  2.ChooselnstanceType 3. Configure Instance  4.Add Storage  5.AddTags 6. Coniigure Securiy Group 7. Review

Step 7: Review Instance Launch

Please review your instance launch details. You can go back to edit changes for each section. Click Launch to assign a key pair to your instance and complete the launch process.

A Improve your instances' security. Your security group, launch-wizard-1, is open to the world.
Your instances may be accessible from any IP address. We recommend that you update your securily group s to allow access from known IP addresses only.
You can also open additonal ports in your securiy group to facitate access to the application or service you'e running, e.g., HTTP (80) for web servers. Edit security groups

~ AMI Details

5% Amazon

ux 2 AMI (HVM), SSD Volume Type - ami-08e0¢ca9924195beba

Edit AMI

[ZPPYPeE  Amazon Linux 2 comes with five years support. It provides Linux kemel 4.14 tuned for optimal performance on Amazon EC2, systemd 219, GCC 7.3, Glibc 2.26, Binutils 2.29.1, and the P

Gl oot Device Type: ebs  Virtuaizaton type: hum
~ Instance Type
Instance Type Ecus vCPUS Memory (GIB) Instance Storage (GB) EBS-Optimized Available Network Performance

t2.micro - 1 1 EBS only - Low to Moderate

~ Security Groups

Security group name launch-wizard-1
Description launch-wizard-1 created 2021-01-29T15:27:47.940+05:30
Type (D) Protocol (i) PortRange (i) source (i)
SSH Tcp 2 00000

» Instance Details

This AMI s th of the Amazon

ux AMI thatis a

Edit instance type

Edit security groups

Edit instance details|

Select an existing key pair or create a new key pair X

Akey pair consists of a public key that AWS stores, and a private key file that you store. Together. they.
allow you to connect to your instance securely. For Windows AMIs, the private key file is required to
obtain the password used to log into your instance. For Linux AMIS, the private key file aliows you to
securely SSH into your instance.

Note: The selected key pair will be added to the set of keys authorized for this instance. Leam more
‘about removing existing key pairs ffom a public AMI

[Proceed without a key pair
1 acknowieage that | will ot be able (o connect 1o this instance unless | already know the
password built into this AMI.

[SUPNE Launch instances




8. Click on launch Instance.

aws

Services v

GEMINYE ¥

Launch Status

£

@  Your instances are now launching
The following instance launches have been intiated: -02180bfc?

801880 View launch log

©  Get notified of estimated charges
e billing alerts to get an email notification when estimated charges on your AWS bill exceed an amount you define (for example, if you exceed the free usage tier).

How to connect to your instances

Your instan

are launching, and it may take a few minutes until they are in the running state, when the

will be ready for you to use. Usage hours on your new instances will start imme

y and continue to accrue unti you stop or terminate your instance

Click View Instances to monitor your instances' status. Once your instances are in the running state, you can connect to them from the Instances scicen. Find out how to connect to your instances.

~ Here are some helpful resources to get you started

o your Linux instanc + Amazon EC2: User Gui

« Leam about AWS

Usage Tier « Amazon EC2: Discussion Forum

While your instances are launching you can also

atus check

3

otified when these instances fail status checks. (Additional charges may apply)

+ Create and attach additional EBS volumes (Additional charges may apply)

+ Manage security groups




J2:

VPC (Virtual Private Cloud): Amazon Virtual Private Cloud

(Amazon VPC) enables you to launch Amazon Web Services (AWS)
resources into a virtual network you've defined. This virtual network
resembles a traditional network that you'd operate in your own data

centre, with the benefits of using the scalable infrastructure of AWS.

Process to configure VPC:

1. Sign in to the AWS Management Console.

aWs aws

Sign in
Root user signin e

® Root user

Account owner that performs tasks requiring Email: abhishekdasOSW@gmaH com
unrestricted access. Learn more

. Password Forgot password?

(1AM user
User within an account that performs daily tasks. { ]
Learn more

abhishekdas0317@gmail.com

Sign in to a different account

—— ) Greate anew WS accout

2. Open VPC from services under networking.

Service Health

Note: Your Instances will tauneh In the Asia Pacif

Resources by Region Ci

he following Amazon VPC




3. Click on your VPC and create VPC.

v Mumbai v

@ New VPC Experience

tyou think

Your VPCs info
VPC Dashboard

Filter by VPC: Q

Q selecta
v

VIRTUAL PRIVATE
cLoun D

Name v VPCID v State v IPv4CIDR IPv6 CIDR IPV6 pool DHCP options set

G Loading VPCs

Your VPCs
Subnets
Route Tables

Internet
Gateways

Egress Only Internet
Gateways

DHCP Options
sets

Elastic IPs

Managed Prefix
Lists

Endpoints

Endpoint Services

NAT Gateways

4. Configure VPC using name of VPC and IP range.

£\ GEMNYE¥  Mumbai

VeC Your V2(s Creata V/

Create VPC e

AVPCis an isolated portion of the AV/S cloud populatec by AWS objects, such as Amazon EC2 instances,
VPC settings

Name tag - optional
es a tagwith a key of

davalue that you s

my-vpc

IPvd CIDR block Info

10.0.0.0/24

1PV6 CIDR block Info

O NolPvé CIDRblock
Amazon-prov ded IPv6 CIDR block
1PV CIDR owned by me

Tenancy Info

Default v

Tags

Atagisalabel that you assign to an AW

ree. Each tag consists of  key a1d an optional value. You can use tags o search and fitter

your resources or wrack your AWS costs.
Ky Valus - optional
Q Name X | | Q myvpe X

Q. Searon for services, reatures, marketplace products, and dov e £ EMNYE v Mumba v Support v

created vpe-012402d20749e4e5a / my-vpe <

vpc-012402d20749e4e5a / my-vpc

VIRTUAL PRIVATE Details oo

Your vPcs

veein NS hos

NS resotution

oo 1ot Vpe-012402020749e4e55 @ Avaitable Disabled Enabled
Tenancy DHCP options set Main route table Main network ACL
Defautt dopt-91es3afa Fth-0d0074337cAf829F5 261-031c4460f9c6846da
Defauit vPC 1Pva CIDR 1Pv6 poot 1Pv6 CIDR
No 10.000/24

Elastic 1Ps

ciDRs Flowlogs | Tags

1Pv4 CIDRS 1nfo

cor Status

1000.0/24 @n

1PV6 CIDRS infe




JS:

About Subnet: subnetisa logical subdivision of an IP network. The

practice of dividing a network into two or more networks is
called subnetting. AWS provides two types of subnetting one is Public
which allow the internet to access the machine and another is private

which is hidden from the internet.

Process to configure Subnet:

1. Sign in to the AWS Management Console.

adws

Sign in

adWS

® Root user

Account owner that performs tasks requiring
unrestricted access. Learn more

Root user sign in @

O 1AM user

Email: abhishekdas0317@gmail.com

Password Forgot password?

User within an account that performs daily tasks
Learn more

Root user email address

abhishekdas0317@gmail.com

| |
—e

Sign in to a different account

Create a new AWS account

2. Click on VPC from service and configure it by providing name, IPv4

CIDR block and click on create VPC.

@O New VPC Experience
Tell us what you think

VPC Dashboard
Filter by VPC:
Q, select a VPC

» VIRTUAL PRIVATE
CLOUD

Your VPCs
Subnets

Route Tables

Launch VPC Wizard | Launch EC2 Instances

Mote: Your Instances will launch in the Asia Pacific (Mumbai) region.

Resources by Region C Refresh Resources

You are using the following Amazon VPC resources

VPCs 1

See all regions

Subnets 3

See all regions

NAT Gatewa

See all regions

VPC Peering
See all regions

9




aWs  senices ¥ Q, Search for services, features, mark

ce products, and docs / £ Abhishek Das w
VPC Your VPCs Create VPC

Create VPC

AVPC is an isolated portion of the AWS cloud populated by AWS objects, such as Amazon EC2 instances.
VPC settings

Name tag - optional
Creates a tag with a key of 'Name' and a value that you specify.

assign3

IPv4 CIDR block Info

10.0.0.0/16

Q_ Search for services, res, mark icts, Alt+S £\ Abhishek Das ¥

S

< 2 tag with a key of ‘Name' and a value that you specify

assign3

IPv4 CIDR block  Info

10.0.0.0/16

IPv6 CIDR block Info

© No IPv6 CIDR block
Amazon-provided IPv6 CIDR block
IPv6 CIDR owned by me

Tenancy Info

Default v

> |

Configuration of Private Subnet

3. Now click on Subnet to configure private subnet.

% Services ¥

4 AvhishekDas ¥ Mumbai ¥ Su

@ New VPC Experience
Tell us what you think
S5 gzl o |
VPC Dashboard
1
Filter by VPC: a @
Q Selecta VPG
Name v Subnet ID v State v VPC v IPv4 CIDR v 1Pv6 CID
v z{ng[j)AL PRIVATE - subnet-ea49d891 © Available vpc-34da2asf 172.31.16.0/20 -
Your VPCs - subnet-ae7e67¢c6 @A\/ailable vpc-34da2asf 172.31.32.0/20 -
Subnets - subnet-fcc48bb0 @A\/ailable vpc-34da2asf 172.31.0.0/20 -
»
Route Tables

4. Provide VPC ID and availability zone then click on create Subnet.

Mumbai ¥ Su

VPC Subnets Create subnet

Create subnet i

VPC
VPCID
Create subnets in this VPC.
A
]a -
vpc-34da2asf (default)

172.31.0.0/16

10.0.0.0/15

Vpc-04548667fe836870b (assign3) ‘

10




Availability Zone info
Choose the zone in which your subnet will reside, o let Amazon chaose one for you.

Asia Pacific (Mumbai) / ap-south-1a a
[a |

No preference

Asia Pacific (Mumbai) / ap-south-1a ap-south-1
D: aps1-az1

Asia Pacific (Mumbai) / ap-south-1b ap-south-1
1D: aps1-az3

Asia Pacific (Mumbai) / ap-south-1c ap-south-1
1D: aps1-az2
Add new tag

You can add 49 more tags.

Add new subnet

Cancel m

P L

Configuration of Public Subnet

5. Now again click on Subnet to create Public Subnet provide VPC ID
and availability zone also provide IPv4 CIDR no as 10.0.1.0/26 to

make it public.

4 AbhishekDas ¥ Mumbai ¥ Su

VPC Subnets Create subnet

Create subnet

VPC
VPCID
Create subnets in this VPC.
a
Ja —
vpc-34da2asf (default)

172.31.0.0/16

Vpc-04548667fe836870b (assign3)
10.0.0.0/16

Subnet settings

walability Zone for the subnet.

Subnet 10f 1

Subnet name
ate 3 tag with 2 key of Name' anc a value that you spedfy.

mypublic03

Availability Zene Info
Chogse the zone in which your subnet wil reside, o let Amazon chosse one for you

Asia Pacific (Mumbail / ap-soth-1a v

IPv4 CIDR bleck 1nfo
Q 1001024 x]

v Tags - optional

Key Valus - optional

Q Name X Q_mypublic03 X
Add newmé

11




6. Then click on create subnet.

@ You have successfully created 1 subnet: subnet-Oabd43e30f2a284d9 X

S 1 (5] e+ NN
Q 1 ]
-] Name v Subnet ID v State v VPC v 1Pv4 CIDR v IPv6 CIDR v Available IPv4 addresses v Availability Zon
mypublic03 subnet-0abd43e30f2a284d9 @Ava'\lahle vpc-04548667fe836870b | ass... 100.1.0/24 - 251 ap-south-1a
- subnet-2a49d891 @f\\/a'\\abl& vpc-34da2asf 172.31.16.0/20 - 4091 ap-south-1c
- subnet-ae7e67¢6 @Ava'\lable vpc-34da2asf 172.31.32.0/20 - 4091 ap-south-1a
- subnet-fcc48bb0 @I«va'ﬂable vpc-34da2asf 172.31.0.0/20 - 4090 ap-south-1b
myassign03 subnet-Obd5e5838¢20c6d3b @Ava'ﬂaule vpc-04548667fe836870b | ass. 10.0.0.0/24 - 251 ap-south-1a
»

Configuration of Internet Gateway

7. Now click on Internet gateway and write its tag name then click on

create Internet gateway.

%"_VE Services ¥ [Alt+S] £\ AbhishekDas ¥ Mumba ¥ Support

VPC Internet gateways Create internet gateway

Create internet gateway .
An internet gateway is a virtual router that connects a VPC to the internet. To create a new internet gateway specify the name
for the gateway below.

Internet gateway settings

Name tag
Creates a tag with a key of ‘Name' and a value that you specify.

mygateway

Tags - optional
Atag is a lzbel that you assign to an AWS resource. Each tag consists of a key and an optional value. You czn use tags to search and filte
your resources or track your AWS costs.

Key Value - optional

Q, Name X Q. mygateway X
Add new tag

You can add 49 more tags.

Cancel Create internet gateway

8. Then click on attach to a VPC and browse the VPC and select attach

Internet Gateway.

VPC Internet gateways igw-04572458fc98cd499

' igw-04572458fc98cd499 / mygateway

Details info

Internet gateway ID State VPCID Owner

Sl e 040704006:00004000 O Doiochod Sl 202002002000

The following internet gateway was created: igw-04572458fc98cd499 . You can now attach to a VPC to enable the VPC to communicate with the internet. Attach toa VPC X

12




VPC Internet gateways Attach to VPC (igw-04572458fc98cd499)

Attach to VPC (igw-04572458fc98cd499) .

VPC

Attach an internet gateway to a VPC to enable the VPC to communicate with the internet. Specify the VPC to attach below.

Available VPCs
Attach the internet gateway to this VPC.

Q. vpc-04548667e836870H) X

» AWS Command Line Interface command

can EEI m

Configuration of Route Tabl

(>

9. Click on Route Table and click on Create route table.

Create route table |41
Q

), Filter by tags and attributes or search by keyword 1to20f2
Name Route Table ID «  Explicit subnet jati Edge jati Main VPC ID Owner
rtb-0b17a2270b414915b - - Yes vpc-045486671836870b |... 792522942915
1tb-585fe933 - - Yes vpc-34da2abf 792522942915

#

10.Provide its Name tag and browse VPC. Then click on Create.

Route Tables > Create route table

Aroute table specifies how packets are forwarded between the subnets within your VPC, the intemet, and your VPN connection.

Nametag MyRoute (i)
VPC* | vpc-045486671e8368700 v ‘ cCeo
Key (128 characters maximum) Value (256 characters maximum,

This resource currently has no tags

Add Tag 50 remaining (Up to 50 tags maximum

* Required Cancel w

13




11.Then go to Subnet Association under its detail and select public
subnet and click on save.

aWws  services v al S £\ AbhishekDas v Mumbai ¥  Support ¥

@ New VPC Experience Create route table |G/ ELERg -~

Tell us what you think

1to30f3

), Filter by tags and attributes or search by keyworc
VPC Dashboard
Filter by VPC: Name Route Table ID -  Explicit subnet associatior Edge associations Main VPC ID Owner

Q selec

VIRTUAL PRIVATE
v CLOUD 1tb-585fe933 - - Yes vpc-34da2asf 792522942915

/PC @ MyRoute rtb-0523484e572199b69 - - No Vvpc-04548667e836870b |... 792522942915
rtb-0b17a2270b414915b - - Yes vpc-045486671e836870b | 792522942915

Your VPCs

Subnets Route Table: rtb-0523484€572199b69 =

Route Tables Summary Routes Subnet iati Edge i Route P i Tags

Internet Gateways
Edit subnet associations
Egress Only Internet

Gateways
None found

DHCP Options Sets

Elastic IPs Slbouet I 1Pv4 CIDR IPv6 CIDR

Managed Prefix

- You do not have any subnet associations.
Lists

Endpoints
Endpoint Services The following subnets have not been explicitly associated with any route tables and are therefore associated with the main route table:
NAT Gateways 1t020f2

Peering Connections
Subnet ID IPv4 CIDR IPv6 CIDR

¥ SECURITY

subnet-0abd43e302a284...  10.0.1.0/24 -
Network ACLs

= ubnat.0hdses838c20chd 10000/24 =

Route Tables > Edit subnet associations

Route table rtb-0523484e572199b69 (MyRoute)

Associated subnets No subnets selected

&
), Filter by attributes or search by keyword 1t020f2
Subnet ID - IPv4CIDR IPv6 CIDR Current Route Table
subnet-0abd43e30f2a284d9 | mypublic03 10.0.1.0/24 - Main
subnet-0bd5e5838¢20c6d3b | myassign03  10.0.0.0/24 - Main

* Required Cancel E

12.Now go to Route and click on Add Route and give its Destination
and target.

Create route table JIF-Ta ()0
g e o
), Filter by tags and attributes or search by key 1t030f3
Name Route Table ID « Explicit subnet associatior ~ Edge associations Main VPC ID Owner
B MyRoute 1tb-0523484e572199b69 subnet-0abd43e30f2a284d9 - No vpc-045486671836870b |... 792522942915
1tb-0b17a2270b414915b - - Yes Vpc-045486671e836870b | 792522942915
1tb-585fe933 - - Yes vpc-34da2abf 792522942915
Route Table: rth-0523484e572199b69 _N=|
Summary Boutas ubnat Asspciafion Edae Asspriationg Boute Propanation Tao
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Route Tables > Edit routes

Destination

10.0.0.0116

0.0.0.0/0

Add route

* Required

Target

local

Status Propagated

v | active No

-

v No ]

Cancel [V (I

13.0pen EC2 service then where we can find our custom VPC, Subnet.

1.Choose AMI 2. Cheose Insiance Type

3.Configure Instance ~ 4.Add Storage~ 5.AddTags 6

Configure Security Group 7. Review

Step 3: Configure Instance Details
Configure the instance to suit your requirements. You can launch multiple instances from the same AMI, requast Spot instances to take advantage of the lower pricing, assign an access management role to the instance, and more.

: Launch into Auto Scaling Group (

Number of instances (i

Purchasing option

Network

Subnet

Auto-assign Public IP

Placement group

Capacity Reservation

Domain join directory

1AM role

CPU options

Shutdown behavior
Stop - Hibernate behavior

Fnahla terminatinn nratactinn

i [JRequest Spot instances

L Vvpc-34da2asf (default)

4] C createnew vPC

vpc-34da2abf (default)
i vpc-04548667fe836870b | assign3
i Use subnet setting (Enable)

i (J Add instance to placement group

i Open
i No directory

i None

i () Specify CPU options

i Stop

i [JEnable hibernation as an additional stop behavior

{ M1 Dratant amainct arnidantal tarminatinn

Create new subnet

o C’ Create new directory

4] C create new 1AM role

Cancel = Previous Review and Launch Next: Add Storag

1.Choose AMI 2. Choose Instance Type

3.Configure Instance 4 Add Storage 5. Add Tags

6. Configure Security Group

7 Review

Step 3: Configure Instance Details

Configure the instance to suit your requirements. You can launch multiple instances from the same AMI, request Spot instances to take advantage of the lower pricing, assign an access management role to the instance, and more.

Number of instances  (j

Purchasing option

Network

Subnet

Auto-assign Public IP

Placement group

Capacity Reservation

Domain join directory

1AM role

CPU options

Shutdown behavior

Stop - Hibernate behavior

Launch into Auto Scaling Group (j

[JRequest Spot instances

pc-045486677e836870b | assign3 4| C Create new VPC

subnet-0abd43e30f2a284dS | mypublic03 | ap-south- & Create new subnet

subnet-0abd43e30f2a284d9 | mypublic03 | ap-south-1a

subnet-Obd5e5838¢20¢5d3b | myassignd3 | ap-south-1a|
USE SUDMET SEMng (DISapie]

[0 Add instance to placement group

Open v

- N
No direstory Yl C Create new directory
None 4 C Create new IAMrole

[ specify CPU options

Stop v

[J Enable hibemation as an additional stop behavior

Cancel = Previous GOUCVELLIETL Gl Next: Add Storag|
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About EBS (Elastic Block Store): Amazon Elastic Block Store

(EBS) is an easy to use, high-performance, block-storage service
designed for use with Amazon Elastic Compute Cloud (EC2) for both

throughput and transaction intensive workloads at any scale.

Process to Configure EBS:

1. Sign in to the AWS Management Console.

aws

Sign in

® Root user
Account owner that performs tasks requiring
unrestricted access. Learn more

O 1AM user
User within an account that performs daily tasks.
Learn more

Root user email address

abhishekdas0317@gmail.com

dWs

Root user signin e

Email: abhishekdas0317@gmail.com

Password

Forgot password?

|

|

Sign in to a different account

Create a new AWS account

2. Now go to EC2 service and click on

Volume.

Dedicated Hosts Launch Wizard for SQL Server. Learn more

volume. Then click on Create

c2 Dashbon Resources
Events . i Pacifi 5 Redi

You are using the following Amazon EC2 resources in the Asia Pacific (Mumbai) Region:
Tags
Limits Instances (running) Dedicated Hosts o

w Instances Elastic IPs Instances o

Instances Key pairs Load balancers o
Instance Types

Placement groups Security groups 8
Launch Templates
Spot Requests Snapshots Volumes o
Savings Plans
Reserved Instances @ Easily size, configure, and deploy Microsoft SQL Server Always On availability groups on AWS using the AWS x

Capacity Reservations

v Images

AMIs Launch instance

v Elastic Block Store
To get started, launch an Amazon EC2 instance, which is a

Volumes virtual server in the cloud.
Lifecycle Manager Note: Your instances will launch Pacific (
Regi
v Network & Security
Security Groups
Elastic IPs Scheduled events c ]

English (US) v

Feedback

16

Service health

c Service Health Dashboard [4

Region

Asia Pacific (Mumbai)

Zones

Zone name

Status

@© This service is operating
normally

Zone ID

Mumbai ¥

£ AbhishekDas v

Account attributes
Supported platforms [

- vPC

Default VPC [4

vpc-34dazast

Settings.

EBS encryption

Zones

Default credit specification

Console experiments

Explore AWS [ <]
Get Up to 40% Better Price
Performance

Tag instances deliver the best price
performance for burstable general
purpose workloads in Amazon EC2.
Learn more [4

Enable Best Price-Performance
with AWS Graviton2

AWS Graviton2 powered EC2
instances enable up to 40% better
price performance for a broad
spectrum of cloud workloads. Learn
more [4

upp




Services ¥

aws

Abhishek Das ¥ Muml

&

@ New EC2 Experience

at you thin

X

Tellus w
EC2 Dashboard
Events

Tags

Limits

v Instances
Instances
Instance Types
Launch Templates
Spot Requests
Savings Plans
Reserved Instances
Dedicated Hosts

Capacity Reservations

v Images

AMIs

v Elastic Block Store
Volumes
Snapshots

Lifecycle Manager
v Network & Security
Security Groups

Elastic IPs

Feedback  English (US) v

Services ¥

Volumes > Create Volume

Volume Type

Size (GIB)

Io0PS

Throughput (MB/s)

Availability Zone*

Snapshot ID

Encryption

* Required

Volumes > Create Volume

Volume ID

er by tags and attributes or search by keyword

Select a volume above

A O ® 0
[~] None found
You do not have any EBS volumes in this region
Click the Create Volume button to create your first volume.
_§_}=]

Privacy Policy  Term:

LS

Abhishek Das ¥ Mumbai ¥

General Purpose SSD (gp2) v @
1 (Min: 1 GiB, Max: 16384 GiB) o
100/3000 (Baseline of 3 IOPS per GIB with a
minimum of 100 IOPS, burstable to [i]
3000 IOPS)
Not applicable €
ap-south-1a -~ 0
Select a snapshot ~-Cce
O Encrypt this volume
Key 28 characters maximum Value acters maximum
This resource currently has no tags
Choose the Add tag button or click to add a Name tag
Add Tag | 50 remaining  (Up to 50 tags maximum

® Volume created successfully

Privacy P Terms of Use

2

Abhishek Das ¥

vol-0d0479ef9045d5aaf

Feedback  English (US) v

7 Internet Services Pri affiliate:

Privacy P

preferences

Support ¥

okie preference
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4. After volume creation, create a EC2 instance.

5. Select its Machine image as a “Free tier only”.

Mumbai ¥ Support ¥

torage

figure Security Grou 7. Review

Step 1: Choose an Amazon Machine Image (AMI) Gancel and Exit
An AMI is a template that contains the software configuration (operating system, application server, and applications) required to launch your instance. You can select an AMI provided by AWS, our user community, or the AWS Marketplace; or
you can select one of your own AMIs.

arch for an AMI by entering a search term e.g. "Windows" x

Search by Systems Manager parameter

Quick Start 1to 16 of 16 AMIs
My AMis Amazon Linux 2 AMI (HVM), SSD Volume Type - ami-Obcf5425cdc1d8as5 (64-bit x86) / ami-003025fed2eb22f59 (64-bit Arm) m
AWS Marketo! Amazon Linux  Amazon Linux 2 comes with five years support. It provides Linux kernel 4.14 tuned for optimal performance on Amazon EC2, systemd 219, GCC 7.3, Glibc 2.26, Binutils ® 64t (x66)
arketplace 220.1, and the latest software packages through extras. This AMI is the successor of the Amazon Linux AMI that is approaching end of ife on December 31, 2020 and has 64-bit (Arm)
been removed from this wizard.
Community AMIs
Root device fype: ebs  Virtualization fype: hvm  ENA Enabled: Yes
Fi=mizey Y Red Hat Enterprise Linux 8 (HVM), SSD Volume Type - ami-0a9d27a9f4f5c0efc (64-bit x86) / ami-0816d75a127c17a49 (64-bit Arm) m
Red Hat Red Hat Enterprise Linux version 8 (HVM), EBS General Purpose (SSD) Volume Type ® 64-bit (x86)
Root device type:ebs  Virtualization type: nvm  ENA Enabled: Yes O 4-bit (Arm)
owe SUSE Linux Enterprise Server 15 SP2 (HVM), SSD Volume Type - ami-Ob3acf3edf2397475 (64-bit x86) / ami-0ab71076ab9b53b0d (64-bit Arm) m
SUSE Linux _ SUSE Linux Enterprise Server 15 Service Pack 2 (HVM), EBS General Purpose (SSD) Volume Type. Amazon EC2 AN Tools preinstalled; Apache 22, MySQL5 5, PHP 53, g i oo/
and Ruby 1.6.7 available

© 64-bit (Arm)

NA Enabled: Yes

Root device type: ebs  Virtualization type: hvm

® Ubuntu Server 20.04 LTS (HVM), SSD Volume Type - ami-0d758c1134823146a (64-bit x86) / ami-0a6638920f7143b2 (64-bit Arm)

Ubuntu Server 20.04 LTS (HVM),EBS General Purpose (SSD) Volume Type. Support available from Canonical (http://www.ubuntu.com/cloud/services). ® 64-bit (x86)

(AEnabled: Yes O 4-bit (Arm)

Root device type: ebs  Virtualization type: hvm

Feedback  English (US) ¥ 0 Amazon Internet Services Private Ltd. o its affiliates. All rights reserved Privacy Policy ~ TermsofUse  Cookie preferences

6. Select its Instance Type.

Services ¥ services, feature £\ AbhishekDas ¥  Mumbai ¥  Support ¥

1.ChooseAMI  2.Choose Instance Type 3. Configure Instance  4.Add Storage 5. AddTags 6. Configure Security Group 7. Review

Step 2: Choose an Instance Type

‘Amazon EC2 provides a wide selection of instance types optimized to fit different use cases. Instances are virtual servers that can run applications. They have varying combinations of CPU, memory, storage, and networking capacity, and give
you the flexibility to choose the appropriate mix of resources for your applications. Learn more about instance types and how they can meet your computing needs.

Filter by: All instance families ~ Current generation ¥  Show/Hide Columns

Currently selected: t2.micro (- ECUs, 1 vCPUs, 2.5 GHz, -, 1 Gis memory, EBS only)

IPV6 Support

Family Type vepus (i Memory (GiB) Instance Storage (GB) (i EB5-Optimized Available (i Network Performance (i .
2 t2.nano 1 0.5 EBS only - Low to Moderate Yes

e © 1 1 EBS only - Low to Moderate Yes
© t2.small 1 2 EBS only - Low to Moderate Yes
t2 t2.medium 2 4 EBS only - Low to Moderate Yes

7.Now configure its Instance Detail and give subnet on same
location.

kDas ¥  Mumbai ¥  Support ¥

1. Choose AMI 2

cose Instance Type 3. Configure Instance 4. Add Storage.

Add Tags 6. Configure Security Group 7. Review

Step 3: Configure Instance Details

Configure the instance to suit your requirements. You can launch multiple instances from the same AMI, request Spot instances to take advantage of the lower pricing, assign an access management role to the instance, and more.

Number of instances (i [1 Launch into Auto Scaling Group

Purchasing option

[T Request Spot instances

Network (i vpc-34daza5f (default) 4] C Create new VPC
Subnet (i (Subnet-ae7e67c6 | Default in ap-south-1a <) Create new subnet
4091 IP Addresses available
Auto-assign Public IP (i Use subnet setting (Enable) <
Placement group (i () Add instance to placement group
Capacity Reservation (i Open $
Domain join directory (i No directory 2/ C create new directory
1AM role (I None 4] C create new IAM role
CPU options (i (0 Specify CPU options
Shutdown behavior (i Stop $
Stop - Hibernate behavior (i () Enable hibernation as an additional stop behavior
Enable termination protection (i (0 Protect against accidental termination
Monitoring (i Enable CloudWatch detailed monitoring

Additional charges apply.

cancel  Previous [ CEVEVELSIETUIIE  Next: Add Storage

preferenc

Feedback




8. Now Add Storage.

umbai ¥ Support

1.Choose AMI 2

Step 4: Add Storage

Your instance will be launched with the following storage device settings. You can attach additional EBS volumes and instance store volumes to your instance, or
edit the settings of the root volume. You can also attach additional EBS volumes after launching an instance, but not instance store volumes. Leamn more about
storage options in Amazon EC2.

e Instance Type 3. Configu

4.Add Storage

7. Review

urty Group

Add New Volume

Free tier eligible customers can get up to 30 GB of EBS General Purpose (SSD) or Magnetic storage. Learn more about free usage tier eligibility and
usage restrictions.

. - Throughput Delete on .
Volume Type (i Device (i Snapshot (i Size (GiB) (i Volume Type (i IOPS (i MBIs) i Termination (7 Encryption (i
Root Idevixvda Snap-0b55bb79acib7ade (8 ] [General Purpose SSD (gp2) v| 10073000 NA Not Encrypted -

9. Now continue without pairing key.

Select an existing key pair or create a new key pair X

A Key pair consists of a public key that AWS stores, and a private key file that you store. Together, they
allow you to connect to your instance securely. For Windows AMls, the private key file is required to
obtain the password used to log into your instance. For Linux AMIs, the private key file allows you to
securely SSH into your instance.

Note: The selected key pair will be added to the set of keys authorized for this instance. Learn more
about removing existing key pairs from a public AMI .

\ Choose an existing key pair ~ |
Select a key pair
[No key pairs found ~|

A No key pairs found
You don't have any key pairs. Please create a new key pair by selecting the

Create a new key pair option above to continue.

Cancel

10.Now again go to volume and select previously created volume and
in action select “Attach volume”.

ek Das ¥

Mumbai ¥ Support ¥

v Instances
ctions ~
Instances Create Volume [ZCIETE A0 ® ©
Instance Types ). Filter by tags o 2] 1to20f2
Create Snapshot
Launch Templates
Name Create Snapshot Lifecycle Policy  [SRVITICE WISSENTTE) Throughput~  Snapshot Created ~  Availability Zone - State Alarm Status
Spot Requests . Delete Volume
Savings Plans g N E ap2 100 - Snap-0b55bb7 April 3,2021at 7:42...  ap-south-1a @ inuse None
- tach Volun 9p2 100 April 3, 2021 at 7:40. ap-south-1a @ available None
Reserved Instances el
Dedicated Hosts Change Auto-Enable [0 Setting
Capacity Reservations Add/Edit Tags
v Images
AMIs
v Elastic Block Store
Volumes
Snapshots
Lifecycle Manager
v Network & Security
Security Groups s
Elastic IPs Volumes: || vol-0d0479ef9045d5aaf [_N-N=]
Placement Groups
Description | Status Checks | Monitorin: Tags
Key Pairs P 9 g
Network Interfaces Volume D vol-0d0479ef9045d5aaf Outposts ARN -
Alarm status  None size 1GiB
v Load Balancing Snapshot Created  April 3, 2021 at 7:40:44 AM UTC+5:30
Load Balancers Availability Zone  ap-south-1a State  available
Encryption  Not Encrypted Attachment information
Target Groups
KMS Key ID Volume type ~ gp2 -

Terms of Use
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About Load Balancer: Load Balancer provides basic load

balancing across multiple Amazon EC2 instances and operates at both
the request level and the connection level. Classic Load Balancer is
intended for applications that were built within the EC2-Classic
network.

Process to Configure Load Balancer:

1. Sign in to the AWS Management Console.

aAWsS aws

Sign in
Root user signin @

® Root user

Account owner that performs tasks requiring Email: abhishekdasE}31T@gmai\.com
unrestricted access. Learn more

Password Forgot password?

O 1AM user
User within an account that performs daily tasks. { }
Learn more

abhishekdas0317@gmail.com

Sign in to a different account

———— Grete  w ANS acooun

2. Go to EC2 instance creation from service and create instance using
free tier.

Explore AWS <]

Save Up t

Scheduled events [IK<H|
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3. Select Machine Image to Free tier only.

Services v £ AbhishekDas v pport ¥

1.Choose AMI 2. Choose Instance Type 3. Configure Insta 7. Review

4.Add Storage 5. Add Tags 6. Con

Step 1: Choose an Amazon Machine Image (AMI) Gancel and Exit
AN AMI is a template that contains the software configuration (operating system, application server, and applications) required to launch your instance. You Gan select an AMI provided by AWS, our user community, or the AWS Marketplace; or
you can select one of your own AMIs.

X Search for an AMI by el

tering a search term e.g. "Windows' x

Search by Systems Manager parameter
Quick Start 110 16 of 16 AMIs

My AMIs Amazon Linux 2 AMI (HVM), SSD Volume Type - ami-Obcf5425cdc1d8a85 (64-bit x86) / ami-003025fed2eb22f59 (64-bit Arm) m

AWS Marke! Amazon Linux_ Amazon Linux 2 comes with five years support. It provides Linux kernel 4.14 tuned for optimal performance on Amazon EC2, systemd 219, GCC 7.3, Glibe 2.26, Binutils
LSl IESXEXTTN 2291, and the latest software packages through extras. This AMI is the successor of the Amazon Linux AMI that is approaching end of life on December 31, 2020 and has
boen removed from this wizard

64-bit (x86)
64-bit (Arm)

Community AMIs

Root device ype: ebs  Virtualization type: hvm  ENA Enabled. Yes
ey oY Red Hat Enterprise Linux 8 (HVM), SSD Volume Type - ami-0a9d27a9f4f5c0efc (64-bit x86) / ami-0816d75a127¢17a49 (64-bit Arm) m
F,‘M Red Hat Enterprise Linux version 8 (HVM), EBS General Purpose (SSD) Volume Type 64-bit (x86)
MECETD] . . e e ) 64-bit (Arm)
cwe SUSE Linux Enterprise Server 15 SP2 (HVM), SSD Volume Type - ami-Ob3acf3edf2397475 (64-bit x86) / ami-0ab71076ab9b53b0d (64-bit Arm) m
SUSE Linux _ SUSE Linux Enterprise Server 15 Service Pack 2 (HVM), EBS Genoral Purpose (SSD) Volume Type. Amazon EG2 AMI Tools preinstalled, Apache 22, MySQL 55, PHP 53, ) o, i a0
Free tior eigible °
and Ruby 1,67 available oty
Root device type: ebs  Virtualization type: hvm  ENA Enable: Yes
® Ubuntu Server 20.04 LTS (HVM), SSD Volume Type - ami-0d758c1134823146a (64-bit x86) / ami-0a6638920f7143fb2 (64-bit Arm) m
Ubuntu Server 20.04 LTS (HVM),EBS General Purpose (SSD) Volume Type. Support available from Canonical (http://www ubuntu com/cloud/services) 4.bit (x86)
-
Rootdevice type: ebs  Vinuaiization type: hvm  ENA Enabled: ves D 64-bit (Arm)

oreferences

Services ¥ 0 L £ AbhishekDas ¥ Mumbai v Support ¥
1 ChooseAMI  2.Choose Instance Type 3 Configure Instance 4 Add Storage 5 AddTags 6. Configure Security Group 7. Review
Step 2: Choose an Instance Type
Amazon EC2 provides a wide selection of instance types optimized to fit different use cases. Instances are virtual servers that can run applications. They have varying combinations of CPU, memory, storage, and networking capacity, and give
you the flexibility to choose the appropriate mix of resources for your applications. Learn more about instance types and how they can meet your computing needs.
Filter by: Al instance families ~ Current generation ~  Show/Hide Columns.
Currently selected: t2.micro (- ECUs, 1 vCPUs, 2.5 GHz, -, 1 GiB memory, EBS only)
Family Type VvCPUs (i Memory (GiB) Instance Storage (GB) (i EBS-Optimized Available i Network Performance (i L Sllmpon
©2 t2.nano 1 0.5 EBS only - Low to Moderate Yes
- © EZEIGO 1 1 EBS only > Low to Moderate Yes
2 t2.small 1 2 EBS only - Low to Moderate Yes
©2 t2.medium 2 4 EBS only - Low to Moderate Yes
©2 t2.large 2 8 EBS only - Low to Moderate Yes
©2 t2.xlarge 4 16 EBS only - Moderate Yes
©2 t2.2xlarge 8 32 EBS only - Moderate Yes
3 t3.nano 2 0.5 EBS only Yes Up to 5 Gigabit Yes
3 t3.micro 2 1 EBS only Yes Up to 5 Gigabit Yes
3 t3.small 2 2 EBS only Yes Up to 5 Gigabit Yes
3 t3.medium 2 4 EBS only Yes Up to 5 Gigabit Yes .
Cancel Previous Next: Configure Instance Details

Feedback __Enalish (US) v i Intern Policv _ Terms of Use

. In Instance detail select Subnet of one zone.

Das ¥  Mumbai ¥  Support ¥

1. Choose AMI

nstance Type 3. Configure Instance

Step 3: Configure Instance Details

Configure the instance to suit your requirements. You can launch multiple instances from the same AMI, request Spot instances to take advantage of the lower pricing, assign an access management role to the instance, and more.

Number of instances (i Launch into Auto Scaling Group (i

Purchasing option (i [JRequest Spot instances
Network (i ("po-34dazast @etaul) 3) C Create new VPC
Subnet (i subnet-ae7e67c6 | Default in ap-south-1a < Create new subnet
4091 IP Addresses available
Auto-assign Public IP (i Use subnet setting (Enable) 5
Placement group (i () Add instance to placement group

Capacity Reservation (j Open 5

Domain join directory (i No directory ¢} @ create new directory
1AM role (@ None %) C create new 1AM role

CPU options (i [ Specify CPU options
Shutdown behavior (i Stop )

Stop - Hibernate behavior i nable hibernation as an additional stop behavior
Enable termination protection (i O Protect against accidental termination

Monitoring (i () Enable CloudWatch detailed monitoring
Additional charges apply.

cancel | Previous [IZVIWELLIENTETE  Next: Add Storage

Enalish (US) ¥ T S
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6. Now Configure security group by providing type (http, https).

hek Dax

1.ChooseAMI 2. Choose Instance Type 3. Configure Instance 4. Add Storage 5. Add Tags 6. Configure Security Group 7. Review

Step 6: Configure Security Group

Asecurity group is a set of firewall rules that control the traffic for your instance. On this page, you can add rules to allow specific traffic to reach your instance. For example, if you want to set up a web server and allow Intemet traffic to reach your
instance, add rules that allow unrestricted access to the HTTP and HTTPS ports. You can create a new security group or select from an existing one below. Learn more about Amazon EC2 sect

Assign a security group: ® Create a new security group

© select an existing security group

Security group name: [taunch-wizard-8 |
Desc n: [1aunch-wizard-8 created 2021-04-03T09:27:32.020+05:30 ]
Type. Protocol PortRange (i) Description
SSH ~ TCP. 22 Custom | [0.0.0.0/0 ] [e.g. SSH for Admin Desktop | o
[HTTP ~ TCP 80 [Custom ] [0.0.0.00, ] [e-- SSH for Admin Desktop ] @
HTTPS ~ TCP 443 [Custom v [0.0.0.0/0, ]  [e-o- SSH for Admin Desktop ] @
Add Rule
A Warning

Rules with source of 0.0.0.0/0 allow all IP addresses to access your instance. We recommend setting security group rules to allow access from known IP addresses only.

Cancel  Previous [EEENEVERLTENLEN

7. Then continue without security pair key.

ervices v £\ AbhishekDas ¥ Mumbai v

Select an existing key pair or create a new key p: x

Akey pair consists of a public key that AWS stores, and a private key file that you store. Together, they
allow you to connect to your instance securely. For Windows AMIs, the private key file is required to
obtaln the password used to log Into your Instance. For Linux AMIs, the private key file allows you to
securely SSH into your instance.

Note: The selected key pair will be added to the set of keys authorized for this instance. Learn more
about removing existing key pairs from a public AMI .

(Proceed without a key pair

)1 acknowledge that | will not be able to connect to this instance unless | already know the.
password bt 0 this AMI.

—

Enalish (U

erms of Use Kie preference:

8. Similarly create another instance but choose different Subnet
during configuration instance detail.

@ New EC2 Experience x Instances (2) info
Tellus what you think

comect [ mmmmeesare v | [ + | KA

Q r

EC2 Dashboard ew S | SUoe
Events Name v Instance ID Instancestate v Instancetype v Status check Alarmstatus  AvailabilityZone v Public IPv4 DNS
Tags o - i-06f06aaaefob7ab68 © Rumning @@ tzmicro @ Initializing Noalarms +  ap-south-Ta ec2-35-154-4-53.3
Limits - i-0ed130c9581133020 © Ruming @@ t2micro @ nitializing Noalarms +  ap-south-1b ec2-13-232-232-8

¥ Instances

Instances New
Instance Types
Launch Templates

Spot Requests
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9. Now click on Load Balancer.

Services ¥ ’ £ AbhishekDas ¥ Mumbai v Support ¥

Reserved Instances Create Load Balancer JCCIELERG PR

Dedicated Hosts

Q Filter by tags and attributes or search by keyword None found
Capacity Reservations
Name - DNSname State VPC ID Availability Zones Type Created /

v Images
AMIs You do not have any load balancers in this region

Elastic Block Store

<

Volumes
Snapshots
Lifecycle Manager

¥ Network & Security
Security Groups
Elastic IPs
Placement Groups
Key Pairs

Network Interfaces

v Load Balancing
Load Balancers Select a load balancer -

Target Groups

]

Auto Scaling
Launch Configurations

Auto Scaling Groups

Enalish (US) » Privacy Policy __ Terms of U

0.Then click on Application Load Balancer and provide its name, VPC,
availability zone (choose two).

£ Abhishek Das

Groups 4. Configure Routing

1. Configure Load Balancer 2. Configure Securiy Settings
Step 1: Configure Load Balancer
Basic Configuration =

To configure your load balancer. provide a name, select a scheme, specify one or more listeners, and select a network_ The default configuration is an Internet-facing load balancer in the selected network with a listener that receives HTTP traffic on port 80

Name (i MyLoad
Scheme (i intemet-facing
Ointernal
1P address type (i ipva 5

Listeners

Alistener is a process that checks for connection requests, sing the protocol and port that you configured

Load Balancer Protocol Load Balancer Port
[HTTP 2 80 o
Add listener

Availability Zones

Specity the Availability Zones to enable for your load balancer. The load balancer routes traffic to the targets in these Availability Zones only. You can specify only one subnet per Availability Zone. You must specify subnets from at least two Availability Zones to increase
the availability of your load balancer

vPC Vpc-34dazes (172 31.0.0/16) (default) -
Availability Zones ap-south- (subnet.ac7e67c6 “
1 1Pv4 address (i Assigned by AWS
ap-south-  (Subnet-fcc48bbo )
1Pva address (i Assigned by AWS
O ap-south-1c s -

Cancel  Next: Configure

curity Settings

Feedback __Enalish (US) w s 2071 o Privacy Policy __ Terms of Use __ Cookie areferences

Services v d £ AbhishekDas v Mumbai v Support v

1. Configure Load Balancer Configure Securlly Seltings 3. Configure Security Groups 4. Configure Rouling 5. R

Step 3: Configure Security Groups

Asecurity group is a set of firewall rules that control the traffic to your load balancer. On this page, you can add rules to allow specific traffic to reach your load balancer. First, decide whether to create a new security group or select an existing one

Assign a security group O Ci

ate a new security group

Select an existing security group

Filter [VPC securily groups

Security Group ID Name Description
@  sg-e3c3089b default default VPC security group

59-066ca360f08670be7  launch-wizard-1 launch-wizard-1 created 2021-01-20T15:27:47.940+05:30

s5g-0d4191cce21436eca  launch-wizard-2 launch-wizard-2 created 2021-02-25T15:26:27.286+05:30

5g-061926b77b376d320  launch-wizard-3 launch-wizard-3 croated 2021-03-04T1522.46 311+05 30

59-0dd7b432726406187  launch-wizard-4 launch-wizard-4 created 2021-03-14T06:31:36.683+05:30

5g-070114a400e19a9e  launch-wizard-5 launch-wizard-5 created 2021-03-14T13:3155 282+05.30

5g-02f3a31dadee014f7  launch-wizard-6 launch-wizard-6 created 2021-04-03T07:42:00.365+05:30

59-0f46164431732b42d  launch-wizard-7 launch-wizard-7 created 2021-04-03T07:46:53.457+05:30

59-03d0c3cch86bc8254  launch-wizard-8 launch-wizard-8 created 2021-04-03T09:27.32.020+05:30

59-08fce067bebf030a8  launch-wizard-9 launch-wizard-9 created 2021-04-03T09:29:53.798+05:30

5g-07976cd07107¢9a61  WordPress Certified by Bitnami and 5-6-0 on Debian 10/ - This security group was generated by AWS Marketplace and is based on recommended settings for WordPress Certified by Bitnami and Automa

Sg-0bbd3abdBcdbfobd3  WordPress Certified by Bitnami and Automattic-5-6-0 on Debian 10-AutogenByAWSMP-1  This security group was generated by AWS Marketplace and is based on recommended settings for WordPress Certified by Bitnami and Automa

Cancel  Previous  Next: Configure Routing
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12.Now configure Routing by providing its target name. Then click on
next select one instance and register it.

1. Configure Load Balancer 2. Configur sty Groups 4. Configure Routing 5. Register T:

urity Settings Configure Se

Step 4: Configure Routing

Your Ioad balancer routes requests to the targets in this target group using the protocol and port that you specify, and performs health checks on the targets using these health check settings. The target group you specify in this step will apply to all of the listeners configured

on this load >dit the listeners and add listeners after the load balancer is cre:

Target group

Target group (i New target group <

Name (i Targeto1

Target type ® Instance
O Lambda function

Protocol HTTP <

Port (i 80

Protocol version (i HTTP1

Send requests to targets using HTTP/1.1. Supported when the request protocol is HTTP/1.1 or HTTP/2

Health checks
Protocol (i HTTP 5

Path @[

» Advanced health check settings

Cancel  Previous | Next: Register Targets

Abt mbai v Support v

lgure Securily Groups 4. Configure Rouling 5. Register Targets 6. Review

1. Configure Load Balan

2. Configure Securily Settings

Step 5: Register Targets

Register targets with your target group. If you register a target in an enabled Availability Zone, the load balancer starts routing requests to the targets as soon as the registration process completes and the target passes the initial health checks

Registered targets
To deregister instances, select one or more registered instances and then click Remove.

Instance Name Port State Security groups. Zone

No instances available.

Instances
To register additional instances, select one or more running instances, specify a port, and then click Add. The default port is the port specified for the target group. If the instance is already registered on the specified port, you must specify a different port

on port [80

Q Search Instance x
Instance Name state Security groups Zone Subnet ID Subnet CIDR
-0606aaae1ob7ab68 @ running launch-wizard-8 ap-south-1a subnet-ae7es7co 17231320120

1-0ed130c9681133020 @ running launch-wizard-9 ap-south-1b Subnet-fccagbb0 172.31.0.020

Cancel  Previous | Next: Review.

Enalich (US) v

bai v Support v

1. Configure Load Balan 2. Configure Security 3. Configure Security Groups 4. Configure Routing 5. Register Targets 6.

Step 5: Register Targets

Register targets with your target group. If you register a target in an enabled Availability Zone, the load balancer starts routing requests {o the targets as soon as the registration process complete

es the initial health chy

and the target pas

Registered targets
To deregister instances, select one or more registered instances and then click Remove.

Remove
Instance Name Port state Security groups. Zone
(] 1-06106aaaefob7ab68 80 @ running launch-wizard-8 ap-south-1a
Instances

To register additional instances, select one or more running instances, specify a port, and then click Add. The default port is the port specified for the target group. If the instance is already registered on the specified port, you must specify a different port

Add to registered [RURCIIEY]

Q Search Instance: x
Instance Name state Security groups Zone Subnet ID Subnet CIDR
] 106106aaae 19672068 @ running launch-wizard-8 ap-south-1a subnet-ae7e67c6 17231320120
100d130c9581133020 @ running launch-wizard-9 ap-south-1b Subnet fecdBbb0 172.31.0.0120

Cancel  Previous | Next: Review

ws v

24




igure Load Balancer

Step 6: Review

~ Load balancer
Name
Scheme
Listeners
IP address type
vPC
Subnets
Tags

~ Security groups

Security groups

~ Routing

Target group
Target group name

Target type
Protocol

Protocol version
Health check protocol
Path

Health check port
Unhealthy threshold
eout

Interval
Success codes

~ Targets

Instances

2. Configure Securiy S

Port &

Healthy threshold 5

Please review the load balancer details before continuing

MyLoad
intemet facing

Port:80 - Protocol HTTP

ipva

vpc-34dazast

subnet-ae7e67c6, subnet-fcc48bb0

59-e3c3089D,

New target group
Target01
0

instance
HTTP
HTTP1
HTTP

traffic port
2

5

30

200

1-06106aa0f0b7ab68 80

er Targets

6. Review

Edit

Edit

Edit

Edit

Cancel

Previous

bai v Support v

Load balancer Myload

Suggested next steps

- Discover other ser

Load Balancer Creation Status

©  Successfully created load balancer

jas successfully created

ices that you can integrate with your load balancer. Visit the Integrated ser
« Consider using AWS Global Accelerator to further improve the availability and performance of your applications. AWS Global Accelerator console (7

es tab within Myload

Note: It might take a few minutes for your load balancer to be fully set up and ready to route traffic, and for the targets to complete the registration process and pass the initial health checks.

Feedback

Enalish (1US) w.

Instance Types
Launch Templates
Spot Requests
Savings Plans
Reserved Instances
Dedicated Hosts
Capacity Reservations

v images
AMis

v Elastic Block Store
Volumes,

Snapshots
Lifecycle Manager

v Network & Security
Security Groups
Elastic IPs
Placement Groups

Key Pairs

Network Interfaces

v Load Balancing
Load Balancer
Target Groups

v Auto Scaling
Launch Configurations

Auto Scaling Groups

Enalish (11S) w.

Create Load Balancer [INZ0-004

e

®  Name

@  Myload

Load balancer: | MyLoad

< and attributes or search by

DNS name state

MylLoad-1583204894 ap-sou . provisioning

vPc D Availability Zones

vpc-34dazast ap-south-1a, ap-south-1b

Description | Listeners | Monitoring | Integrated services || Tags
Basic Configuration
Name  MyLoad
ARN  amaw ap-south-1.7925 15
DNS name  Myload-1583204894 ap-south-1.elb amazonaws com €]
(ARecord)
State  provisioning
Type  application
Scheme

IP address type

vPc

Availability Zones

Hosted zone

ipva

Edit IP address type.
vpc-34dazast (7
subnet-ae7e67c6 - ap-south-1a (7
IPv4 address: Assigned by AWS
subnet-fcc48bb0 - ap-south-1b (2!
1Pv4 address: Assigned by AWS
Edit subnets.

ZPOTRAFLXTNZK

0ad/c053791c515c877e 21

Type

application

T —

Mumbal v Support v

R > )

1to1of1
Created At Mon|

April 3, 2021 at 9:35:48 AM

mEe
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Jo:

About AWS Lambda: Aws Lambda is a serverless compute

service that lets you run code without provisioning or managing
servers, creating workload-aware cluster scaling logic, maintaining
event integrations, or managing runtimes.

Process to Configure AWS Lambda:

1. Sign in to the AWS Management Console.

aAWsS aws

Sign in
Root user signin e

® Root user
Account owner that performs tasks requiring Email: abhishekdas[)31T@Qmai\.com
unrestricted access. Learn more

- Password Forgot password?
) 1AM user [ }

User within an account that performs daily tasks.
Learn more

abhishekdas0317@gmail.com

Sign in to a different account

————— Grete  ew ANS acoun

2. Open Lambda from service.
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WS services v

Lambda > Functions > MyAlgo

MyAlgo

v Function overview info

Code source info

Myalgo
lambda_function.py

Environment

AWS  services v

Lambda > Functions > Create function

Create function

Author from scratch

Start with a simple Hello World example.

© Successfully created the function MyAlgo. You can now change its code and configuration. To invoke your function with a test event, choose "Test".

< Layers ©
= 3 seconds ago

- File Edt Find View Go Tools Window

Choose one of the following options to create your function.

[Alt+s £ AbhishekDas v Mumbai v  Support v

Throttle

Copy ARN Actions ¥

Description

MyAlgo -

Last modified

Upload from v
Changes deployed 2

Poliy TermsofUse  Cookie preferences

v Mumbai v

o Use a blueprint Container image Browse serverless app repository
Build a Lambda application from sample code and Select a container image to deploy for your Deploy a sample Lambda application from the AWS
configuration presets for common use cases. function. Serverless Application Repository.

Basic information

Function name
Enter a name that describes the purpose of your function.

MyAlgo

Use only letters, numbers, hyphens, or underscor

Runtime  Info
Choose the langua

Python 3.6

Permissions info

» Change default execution role

ith no spaces.

to use to write your function. Note that the console code editor supports only Node s, Python, and Ruby.

By default, Lambda will create an execution role with permissions to upload logs to Amazon CloudWatch Logs. You can custormize this default role later when adding triggers.

» Advanced settings

Feedback

Cookie preferences

4. Now we execute our code and even upload our code file from S3

bucket also.

Upload a .zip file 5

@ When you upload a new zip file package, it overwrites the existing code.

B Upload

For files larger than 10 M8, consider uploading using A
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5. Now go to text editor type your code and test it.

t 4. AbhishekDas v Mumbai v Support v

WS services v T

© The test event hi was successfully saved.

Code Test Monitor Configuration Aliases

Code source info Upload from
< Fle Edt Fnd Vew Go Tods Wndow | Test |~ Changes depioyed PRI - )

Q B lambda_function Execution results
= | o wne e 1 G T pendlenevene, context)

5 &) lambda_function.py 3 nt ("WlcomelTo my world")

8 3

H velcome.py

&

328 Python spaces:4 ¥

Mumbai v Support v

aWws  services v Q Search for se

© The test event hi was successfully saved.

h-1:79252294291

Code Test Monitor Configuration Aliases Versions

Code source info Upload from v
File Edt Find View Go Tools Window ‘ Test : Changes deployed bt o 3

Q B lambda_function Execution resuit:

p - s a M8 | Time-0.30ms
E vl . 7 Exeonresuts Succeeded e 030m:
z Respons

£ >) lambda_funcionpy  nuil

H wekomesy e

START Requestld: faf8647-0762-4383-bed1-41db1cbbdd27 Version: SLATEST
Hi

Wlcome!To my world
END Requestld: faf86470-d702-4388-bed1-41dbicbbdd27

REPORT Requestld: faf86470-d72-4385-be41-41dblcbbda27 Duration: .30 ms  Billed Duration: 1 ms Memory Size: 128 MG Max Memory Used: 43 MB Init Duration: 1.3 ms
RequestID

Faf86478-d702-4388-bed1-41db1 cbbda27

ish (US) ¥
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7

About Auto Scaling: Aws Auto Scaling monitors your

applications and automatically adjusts capacity to maintain steady,
predictable performance at the lowest possible cost. Using AWS Auto
Scaling, it’s easy to setup application scaling for multiple resources

across multiple services in minutes.

Process to Configure Auto Scaling:

1. Sign in to the AWS Management Console.

aWs aws

Sign in
Root user signin e

@ Root user

Account owner that performs tasks requiring Email: abhishekdas[)31T@gmai\.com
unrestricted access. Learn more

= Password Forgot password?
) 1AM user
User within an account that performs daily tasks. [ }
Learn more

abhishekdas0317@gmail.com

Sign in to a different account

————— Grete  new ANS acooun

2. Choose EC2 from compute services and click on launch instance.

Resources Account attributes
s iatfo

following Amazon EC2 resources In the Asia Pacific (Murnbal) Region:

Additional information [

Zone
Scheduled events [«]
ap south 1a (aps1 az @ zone is operating no ty
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3. Tick on free tier and select AMI AMZON from free tier services.

Services ¥

1.Choose AWl 2. Choose Instance Type 6. Configure Security Group 7. Revien

Cancl and Exit

Step 1: Choose an Amazon Machine Image (AMI)

AnAMI s a template that contains the software configuration (cperating system, application server, and applications) required to launch your instarce. You can select an AMI provided by AWS. our user communly, or the AWS Marketplace: or you can select one of your own AMis

ritering a search term e.g. “Wind

ch for an AMI by

Search by Systems Manager parameter|

Quick Start 110 15 of 15 AMIS
My AMIs Amazon Linux 2 AMI (HVM), $SD Volume Type - ami-0820c29924195beba (64-bit x86) / ami-0437d5dbe8fdc3d52 (64-bit Arm) m
R Amazon Linux Amazon Linux 2 comes vith fire years support tprovides Linuxkemel 4.14 tuned fr opimal prformance or Amazon EC2, systemd 219, GCC 73, Gl 226, Binutls 2291, and th latet software packages rough extas. This AMlisthe @ ¢ 1 o

Marketplace successar of the Amazon Linuc AMI that s approaciing end of lfe on Decemter 31, 2020 and has been removed from this wizard. "‘EJ(owlw;\r\n"
Communty AlMls Rooldevics lype ebs  Vituazaion ype: hum  ENA Enable: Yes
BFree teron [ Red Hat Enterprise Linux 8 (HVM), $3D Volume Type - 2mi-0add2720f4f5:0efc (64-bit x36) / ami-0816d75a127c 17249 {B4-Lit Arm) m
Tee tieronly (j
RedHal  RedHat Enterprise Linux version 8 (HVM), EES General Purpose (SSD) Volume Type ® 6401 (36)
Free tier eligble - e
SUSE Linux Enterprise Server 15 SP2 (HVM), $8D Volume Type - ami-0b3acf3edf2307475 (64-tit x85) / ami-0ab71076ab0k53b0d (64-bit Arm) m

SUSELinux  SUSE Linux Enterprise Server 15 Service Pack 2 (HVM), EBS General Furpose (SSD) Volume Type. Amazon EC2 AMI Tools preinstalled; Apache 2.2, MySGL 5.5 PHP 5.3, and Ruby 1.8.7 available.

Free tlr eighle

64-bit (x86)

Rootdevies type ebs  Virualizzion type: hum  ENA Enabled: Yes O 64-bit (Arm)

® Ubuntu Server 20.04 LTS (HVM), $SD Volume Type - ami-0a¢a70bd98c6d5441 (64-bit x86) / ami-00e24e249b2d7015¢ (64-bit Arm) m

Ubuntu Server 20.04 LTS (HVM),EBS General Purpose (SSD) Volume Type. Support avallable rom Caronical (itp /i ubuntu. com/cloudiservices).

64-bit (x86)

Rootdevics type ebs  Virualizzion type: hum  ENA Enabled: Yes O 64-bit (Arm)

Free tlr eighle

4. Choose free tier 1cpu 1gh ram (t2 micro).

WS Services v £ GEMNVEY  Mumbai v Suppert v

1.ChocseAMI 2. Choose Instance Type 3. Configure 4AgdStorage  5.AddTags 6 Configure Secunty Group 7. Revie

Step 2: Choose an Instance Type
Amazon EC2 provides a wide selection of instance types optimized to fitdiflerent use cases. Instances are virtual servers that can run applications. They have varying combinations of CPU, memory, storage., and networking capacity, and give you the flexibity to choose the appropriate mix of resources|
for your applications. Lear more about instance types and how they can meet your computing needs

Filterby: | Allinstance families v | Currentgeneration v Show/Hide Columns

Currently selected: t2.micro (- ECUS, 1 VCPUS, 2.5 GHz. -, 1 GIB memory, EBS only)

Family ° Type ° vepUs (@ c Memory (GIB) - Instance Storage (GB) (1 - EBSOptimizedAvailable (i) - Network Performance (i - 1Pv6 Support (7
© 2 nano 1 05 ess only . Lowto Moderate Yes
(] © 1 1 E8Sony. . Low to Moderate Yes
© 2.smal 1 2 - Lowto Moderate Yes
2 2 medium 2 4 Lowto Moderate Yes
2 2arge 2 8 Lowto Moderate Yes

5. Configure instance detail and add storage.

WS services v £ GEMINVE v Mumbai v Support v

1. Choose AMI

3.Configure Instance 4 Add Storage 5. Add 6. Configure Security Group 7.

Step 3: Configure Instance Details
Gonfigure the instance to suit your requirements. You can launch muliple instances from the same AMI, request Spot instances to take advantage of the lower pricing, assign an access management role to the instance, and more

Number of instances (i Launch into Auto Scaling Group (.

Purchasing option (i ORequest Spot instances

Network (i Vpc-34da2asf (default) %) C create new vPC
subnet (7 No preference (default subnet in any Avaiabilfy Zon reate new subnet
Auto-assign Public 1P (i Use subnet setting (Enabe) “
Placement group (i O Ada instance to placement group

Capacity Reservation (i Open )

Domain join directory (i No directory # C Create new dieciory
1AM role (i None %) C create new 1AM role

CPU options (i pecity CPU options
Shutdown behavior (i) (Siop <
Stop - Hibernate behavior (i (JEnable hibernation as an additional stop behavior
Enable termination protection (1) (JProtect against accidental termination
Monitoring (i) (JEnable CloudWatch detailed monitoring
Additional charges apply
Tenancy (i Shared - Run a shared hardware instance ~

Additional charges will 2pply for dedicated tenancy

cancel | provious | ([EEUEITIY | Next: Aca stora

AMI 2 ChooseinstanceType 3. Configureinstance  4.Add Storage 5. AddTags 6. Configure Security Group 7. Review

Step 4: Add Storage
Your instance wil b faunched withth folowing sorage device seftings. Yo can atach addonal ESS volumes and instance stre volumes o your nstance, or
it the seftingsof e root volume. You can lso attach addlonal EBS volumes aferaunching an nstance, ul ot Instance sore vlumes, Learn mare about
storage optons n Amazon EC2

Vouume pe i oevice ) snapshot sizs @) () Valume ype (i 0P8 ()| ISP puteeon Teminaton (1) | Enerypton (

Root devixvaa Snap-07e0efc01c6803978 General Purpose SSD (9p2) 10013000 N/A Not Encrypted -

Add New Volume

Free tier eligible customers can get up to 30 GB of EBS General Purpose (SSD) or Magnetic storage. Leam more about free usage tier eligibilty and
usage restrictions.
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6. Click on review and launch.

1.ChooseAMI 2.Choose lnstance Type 3. Configure Instance 4. Add Storage  5.AddTags 6. Configure Securlty Growp 7. Review

Step 5: Add Tags

Atag consists of a case-sensilive key-value pair. For example, you could define a tag with key = Name and value = Webserver.
Acopy of a tag can be applied to volumes, instances or both,

Tags will be appiied to allinstances and volumes. Lear more about tagging your Amazon EC2 fesources.

ietwork

Key (128 characters maximum) Value (256 characters maximum) Instances (i) Volumes (i) ::mn'aees @

This resource curently has no tags
Choose the Add tag button or click to add a Name tag

Make sure your 1AM policy includes permissions to create tags.

AddTag | (Upto 50 tags maximum)

cancel | Previous [IEVEUSTENLN | Next: Configure Security Gro

1.ChooseAMI  2.ChooselnstanceType 3. Configure Instance  4.Add Storage  5.AddTags 6. Coniigure Securiy Group 7. Review

Step 7: Review Instance Launch

Please review your instance launch details. You can go back to edit changes for each section. Click Launch to assign a key pair to your instance and complete the launch process.

A Improve your instances' security. Your security group, launch-wizard-1, is open to the world.
Your instances may be accessible from any IP address. We recommend that you update your securily group s to allow access from known IP addresses only.
You can also open additonal ports in your securiy group to facitate access to the application or service you'e running, e.g., HTTP (80) for web servers. Edit security groups

~ AMI Details Edit AMI
57 Amazon Linux 2 AMI (HVM), SSD Volume Type - ami-08e0ca9924195beba
[EEYT Amazon Linux 2 comes with five years support It provides Linux kemel 4.14 tuned for optimal performance on Amazon EC2, systemd 219, GCC 7.3, Glibc 226, Binutils 229.1, and the P This AMI s th of the Amazon Linux AMI that s a
QA Root Devce Type:ebs  Viruaization type: hvm
~ Instance Type Edit instance type
Instance Type Ecus vCPUS Memory (GIB) Instance Storage (GB) EBS-Optimized Available Network Performance
2micro - 1 1 EBS only - Low to Moderate
~ Security Groups Edit security groups
Security group name launch-wizard-1
Description launch-wizard-1 created 2021-01-29T15:27:47.940+05:30
Type (i) Protocol (i) PortRange (i) source (i)
ssH Tcp 22 000.00
» Instance Details Edit instance details|

aws

Select an existing key pair or create a new key pair X

Akey pair consists of a public key that AWS stores, and a private key file that you store. Together, they.
allow you to connect to your instance securely. For Windows AMIs, the private key fle is required to
obtain the password used to log into your instance. For Linux AMIs, the private key file allows you to
securely SSH into your instance.

Note: The selected key pair will be added to the set of keys authorized for this instance. Leam more
‘about removing existing key pairs from  public AMI

[Proceed without a key pair
1 acknowieage that | will 11 be able to connect o this Instance unless | aready know the
password buil into this AMI

[SUNE L aunch instances
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8. Click on launch Instance.

Launch Status

©  Your instances are now launching
The following insiance launches have been initiated: i-0218dbic98cB0B8d  View launch log

©  Get notified of estimated charges
Create billing alerts 1o get an email notification when estimated charges on your AWS bill exceed an amount you define (for exampl, if you exceed the free usage tier).

How to connect to your instances

Your instances are faunching, and it may take a few minutes untilthey are in the running state, when they willbe ready for you to use. Usage hours on your new instances will tart immediately and continue to accrue untilyou stop o teminate your instances
Click View Instances to monitor your instances' stafus. Once your instances are in the running state, you can connect to them from the Instances sc.cen. Find out how to connect o your instances

~ Here are some helpful resources to get you started

+ How to connect to your Linux instance + Amazon EC2: User Guide

+ Leam about AWS Free Usage Tier + Amazon EC2: Discussion Forum

While your instances are launching you can also

« Create

status check alams to be notified when these instances fail status checks. (Additional charges may apply)

eate and attach additional

S volumes (Additional charges may apply)
« Manage security groups

9. Now click on Launch Configuration under Auto Scaling and create
Launch Configuration.

aws  services v Q Sea t+ 4\ AbhishekDas v Mumbai v Support v

© NewEC2

@® The old launch configurations console is no longer available. We will keep improving the new console based on your feedback.
Experience

EC2 > Launch configurations
EC2 Dashboard e

Events
Launch configurations (0) info

Tags

Limits Q g @

<

INSTANCES Name v AMIID v Instance type v Spotprice v Creation time v
Instances

Instance Types No launch configurations found in this region.

Launch Templates Create launch configuration

Spot Requests

Savings Plans

Reserved Instances

Dedicated Hosts ne

Scheduled Instances

Capacity Reservations

v IMAGES

AMIs

0. Then provide Name, AMI, Instance Type.

aWS  services v Q Searchf i rketpla cts, and de s 4. AbhishekDas v Mumbai v Support v

@® Instead of using launch configurations to create your EC2 Auto Scaling groups, we recommend that you use launch templates to make sure that you're getting the latest features from EC2. Start using launch templates.

EC2 Launch configurations > Create launch configuration

Create launch configuration e

Launch configuration name

Name

MyLaunch

Amazon machine image (AMI) info

Am

Cortex3_20201102_1604306013-7893¢21e-ae95-4a33-8767-6feb7734f8dd-ami-0a7b3e01fa299820c.4 v

Instance type info

Instance type

t2:micro (1 vCPUs, 1 GiB, EBS Only) Choose instance type
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11. We can extend volumes (EBS).

@ Later, if you want to use a different launch configuration, you can create a new one and apply it to any Auto Scaling group. Existing launch configurations
cannot be edited

Storage (volumes) info

EBS volumes

Volume type Devices Snapshot Size (GiB) Volume type

Root /dev/sdal snap-0103fa55a71dod6da 8 General purpose SSD (¢
£BS v /dev/sdh v No snapshot v 30 General purpose SSD (¢
€8S v /dev/sdi v No snapshot v 20 General purpose SSD (¢

»

+ Add new volume

@ Free tier eligible customers can get up to 30 GB of EBS storage. Learn more about free usage tier eligibility and usage restrictions.

Security groups info

Assign a security group
© Create a new security group

Select an existing security group

Security group name

12.Now select Security Groups and click on Create

Configuration.

Launch

L+ Add new volume

@ Free tier eligible customers can get up to 30 GB of EBS storage. Learn more about free usage tier eligibility and usage restrictions.

Security groups info

Assign a security group

© Create a new security group
Select an existing security group

Security group name

Autoscaling-Security-Group-1

Description

AutoScaling-Security-Group-1 (2021-04-03T06:46:16.1532)

Rules

Type Protocol Port range Source type Source

SSH v TP 22

+ Add new rule

A\ Rules with source of 0.0.0.0/0 allow all IP addresses to access your instance. We recommend setting security group rules to allow access from known IP
addresses only.

Anywhere v 0.0.0.0/0

13. Then select that configuration and click on Action and select create

auto scaling group.

Services ¥

Spot Requests @ The old launch configurations console is no longer available. We will keep improving the new console based on your feedback.

Savings Plans

© Successfully created launch configuration: MyLaunch

Reserved Instances

Dedicated Hosts
cneduted Instances EC2 > Launch configurations
Capacity Reservations
Launch configurations (1/1) info

v IMAGES

AMIs Q

v ELASTIC BLOCK STORE Name v AMIID v

Instance type v Spot price v

Volumes

Creation

hek Das v

Mumbai v Support v

Create Auto Scaling group a ®
Copy to launch template

Delete launch configuration v

MyLaunch ami-03e31c084ce. t2.micro -

Snapshots

Sat Apr 03 2021 12: roromr-arrr oz e stara e Time)

Copy launch ‘

Lifecycle Manager

v NETWORK & SECURITY
Security Groups w:
Elastic IPs »

Launch configuratio

Placement Groups n: : MyLaunch

Key Pairs .

Network Interfaces Details

v LOAD BALANCING AMIID

ami-03e31c084ce6b5783

Instance type

Load Balancers t2.micro
Target Groups .

Kernel ID Key name

v AUTO SCALING

Launch €85 optimized Security groups

Configurations  ew 59-05126fe60d3451c8b [2

false
Auto Scaling Groups
Create time RAM disk ID

Sat Apr 03 2021 12:18:04 GMT+0530 (India Standard Time) -

Metadata acressible

Token hon limit

[SENCENC]

Copy launch configuration

1AM instance profile

Monitoring
false

Spot price

1P address type
Default

Metadata version

R




14. provide Security group name and click next.

ervices

EC2 > AutoScaling groups > Create Auto Scaling group
step1 . .
S B Choose launch template or configuration i
oD Specify a launch template that contains settings common to all EC2 instances that are launched by this Auto Scaling group. If
you currently use launch configurations, you might consider migrating to launch templates
step2
Name
step3

Auto Scaling group nam:
Enter

= name to identify the group.

Step 4 (optional)

this account in the current Region and no more than 2

g Launch configuration info Switch to launch template
Launch configuration
Step 6 (optio cose a launch configuration that contains the instance-level settings, such as the Amazon Machine Image (AM), instance type, key pair, and
- ity aroups.
MyLaunch v ‘ Cc ‘
step7

Create a launch configuration [2

Launch configuration
MyLaunch

Security groups
59-05126fe60d3451c8b [

AMIID
ami-03e31c084ce6b5783

Instance type

t2.micro

Date created
Sat Apr 03 2021 12:18:04 GMT+0530
(India Standard Time)

Key pair name

cancel

Feadback

EC2 > AutoScalinggroups > Create Auto Scaling group

Choose Launch template or Configure settings e
TS IETR Configure the settings below. Depending on whether you chose a launch template, these settings may include options to help
Yo imake optimal use oF EC2 resources

s
Configure settings
Network

Info

Step 3 (optional)

. For most applications, you can use multiple Availability Zones and let EC2 Auto Scaling balance your instances across the
zones. The default VPC and default subnets are suitable for getting started quickly.

vec

vpc-34dazasf
172.31.0

i - el

Default

Create a VPC [4

Step 5 (optional)

Subnets

ap-south-1a | subnet-ae7e67c6 X
17231.320/20 _ Default

Create a subnet [

Cancel

Feedback  English (US) v

EC2 > Auto Scaling groups

Create Auto Scaling group

step

Configure advanced options i

Choose a load balancer to distribute incoming traffic for your application across instances to make it more reliable and easily
scalable. You can also set options that give you more control over health check replacements and monitoring,

Choose launch template or
configurati

step2

Configure settings ) )
Load balancing - optional info

o ra e et optins Use the options below to attach your Auto Scaling group to an existing load balancer, or to a new load balancer that you

define.

Step 4 (optional)

© No load balancer Attach to an existing load Attach to a new load

affic to your Auto Scaling group balancer balancer
will not be fronted by a e from your e Quickly crea
balancer balancers.

Scaling grou
Step 5 (optional)

Step 6 (optional)

Health checks - optional

Health check type Info
EC2 Auto Scaling automat
addition to the EC

Step7 fail health checks. If you enabled load balancing,

tically replaces instances tha jou can enable ELB health checks in
2 hesith checks that are always enabled

ELB

Health check grace period
The amount of time until E

300

‘Auto Scaling performs the fi

alth check on new instances

they are put into se

seconds

Alligh: Terms of Use  Cookie preferences

mbai v Support v

Cookie preferences

£ AbhishekDas v Mumbai Support v
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17.In configure group size and autoscaling policies set Maximum
capacity as 2 and click next.

EC2 > AutoScalinggroups > Create Auto Scaling group
i ose laumch template or Configure group size and scaling policies

configuration
< Set the desired, minimum, and maximum capacity of your Auto Scaling group. You can optionally add a scaling policy to

dynamically scale the number of instances in the group.

step2
Configure settings . 5
Group size - optional info

Step 3 (optional)
Configure advanced options. Specify the size of the Auto Scaling group by changing the desired capacity. You can also specify minimum and maximum
capacity limits. Your desired capacity must be within the limit range.

Step 4 (optional) Desired capacity
Configure group size and
scaling poll 1

, Minimum capacity
Step 5 (optional)

1

Maximum capacity

Step 6 (optional)

B

Step

Scaling policies - optional

Choose whether to use a scaling policy to dynamically resize your Auto Scaling group to meet changes in demand. Info

Target tracking scaling policy O None
Choose a desired

policy to add

that outcome.

outcome and leave it to the scaling

emove capacity as need:

Instance scale-in protection - optional

eedback  English (US) ¥

18. Now add tags and click next.

Services v

EC2 > AutoScalinggroups > Create Auto Scaling group

G T G Add tags e

R Add tags to help you search, filter, and track your Auto Scaling group across AWS. You can also choose to automatically add
these tags to instances when they are launched.

step2

Configure settings

® You can optionally choose to add tags to instances (and their attached EBS volumes) by specifying tags inyour X
launch template. We recommend caution, however, because the tag values for instances from your launch

al template will be overridden if there are any duplicate keys specified for the Auto Scaling group.

Configure advanced options

Step 3 (optior

Step 4 (optior

Configure group size and Tags (0)
scaling policies
Add tag

Step 5 (optional)
Add notifications

Step & (optional) Cancel Previous

Add tags

19. Review your settings and click on finish.

Mumbai v Support v

EC2 > AutoScalinggroups > Create Auto Scaling group

Step
Choose launch template or
configuration

Review o

Step 1: Choose launch template or configuration £d
step2
Configure settings )
Group details
Configure advanced options Auto Scaling group name
MyAutoGroup

Step 4 (optional)
Configure group size and Launch configuration
scaling policies MyLaunch [

Add notifications
Step 2: Configure settings

Step 6 (optional)

Add tags Network
DY Network
Review

e

vpc-34dazasf [3

Availability Zone Subnet
ap-south-1a subnet-ae7e67c6 [ 172.31.32.0/20
Step 3: Configure advanced options Edi

Load balancing

Privacy Policy  Terms of
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20. Then go to EC2 Dashboard and click on the instance and click on
Action >> Instance Settings >> Attach auto scaling group.

Qs £ AbhishekDas v Mumbai v Support v
© NewEC2 @ Welcome to the new instances experience! x
Experience Werre redesigning the EC2 console to make it easier to use. To switch between the old console and the new console, use the New EC2 Experience toggle above the navigation panel. We'll release updates continuously
e based on customer feedback.
EC2 Dashboard
— Instances (1/1) info Connect | [ instancestate v | [ Actions » | [EEEa el RN
" Q Connect &
it View details
: Name v Instance ID Instancestate v Instancetype v  Status check Alarm status Availability Zor Public IPva
Manage instance state [ ——
v Instances - i-09¢24dab605c54127 © Running @A t2.micro © 2/2 checky~ D 13.235.71.205
Attach to Auto Scaling Group Instance settings > >
Instances
Networking >
Instance Types Security .
Launch Templates
Change termination protection Image and templates >
Spot Requests
Change shutdown behavior Monitor and troubleshoot
Savings Plans | onermme e
Change credit specification
Reserved Instances
Dedicated Hosts
Capacity Reservations
Edit user data
v Images Manage tags
AMis
v Elastic Block Store
Volumes
Snapshots
Lifecycle Manager ==
Instance: i-09¢24dab605c34127
v Network & Security
Security Groups Details Security Networking Storage Status checks Monitoring Tags
Elastic IPs ~ ~|

aws

Services v

@ Welcome to the new instances experience!

1-09e24dab605c34127

EC2 > Instances

Attach to Auto Scaling group

Attach to Auto Scaling group info
Enable automatic scaling for an inst

nce by attaching it to an Auto Scaling group.

Instance ID

1-09¢24dab605c34127

Public IPv4 DNS

€c2-13-235-71-205.ap-south-1.compute.amazonaws.com

Auto Scaling Group
Choose an existing Auto Scaling group or enter a name to c

e 2 new Auto Scaling group,

Q i X

@ When you attach an instance to a new Auto Scaling group, we create a new launch configuration and
associate it with the Auto Scaling group.

Cancel

Privacy Policy

£ AbhishekDas v

Terms of

Mumbai v

We're redesigning the EC2 console to make it easier to use. To switch between the old console and the new console, use the New EC2 Experience toggle above the navigation panel. We'll release updates continuously based on customer feedback.

ookie prefere

Support v

WS services v Q_ Search for f arketplace product t+5]
© NewEC2

Experience
Tetuswhat you think

© Attached i-09e24dab605c34127 to auto scaling group MyAutoGroup.

£ AbhishekDas v

Instances (1/1) info

C ][ comnect |

Instance state v |
£C2 Dashboard

e+

Events

Name v

Tags Instance ID Instancestate v Instancetype v  Statuscheck Alarm status Availability Zone

v PublicIPv4 DNS

Mumbai v

Support v

X

1> @

Public IPV4 ...

Limits - i-09e24dab605c34127 © Ruming @Q  t2micro @ 2/2checks passec  Noalarms +  ap-south-1b

c2-13-235-71-205.ap-.

13.235.71.205

v Instances
Instances
Instance Types
Launch Templates
Spot Requests
Savings Plans
Reserved Instances
Dedicated Hosts

Capacity Reservations

v Images
AMIs
v Elastic Block Store

Volumes

»

Snapshots

Lifecycle Manager
Instance: i-09e24dab605¢34127

¥ Network & Security

Details Security Networking Storage Status checks Monitoring Tags

Security Groups

Elastic IPs ©
English (US)

Feedback

Privacy Poli

E =@
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About Cloud Watch: Amazon Cloudwatch is a monitoring and
management service that provides data and actionable insights for
AWS, hybrid, and on-premises applications and infrastructure
resources. With CloudWatch, you can collect and access all your
performance and operational data in form of logs and metrics from a
single platform.

Process to Configure Cloud Watch:

1. Sign in to the AWS Management Console.

aAWsS aws

Sign in
Root user signin e

@ Root user

Account owner that performs tasks requiring Email: abhishekdas[)31T@Qmai\.com
unrestricted access. Learn more

. Password Forgot password?

) 1AM user
User within an account that performs daily tasks { }
Learn more

abhishekdas0317@gmail.com

Sign in to a different account

—— e ——— Grete  new ANS acoun

2. Click on CloudWatch from service and then click on “In alarm”.

CloudWatch X .
CloudWatch Alarms
Dashboards _
v Alarms Alarms Hide Auta Scaling alarms c m

In alarm (0]
Insufficient d 0 Q In alarm v | Anytype v 1> @
oK (0]
Bill Name v State v Last state update v Conditions Actions
S

Clear filter
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3. Now click on Create alarm and do configuration.

CloudWatd h Alarms
Specify metric and
conditions

Specify metric and conditions

Metric

Graph

Select metric

4. Then select matrix by setting for S3. So,

select S3.

Select metric

Untitied graph

1 3h 12h 1d 3d 1w custom - | Line <
14.45 515 15 1 16:30
Allmetrics ~ Graphed metrics  Graphoptions | Source
tionELB EBS EC. ElasticBeansta
851 el
Polly S3
Cancel
Select metric
Untitied graph 1 3h 12h 1d 3d custom - | Line =
8
15 15:15 15:45 1
All metrics. Graphed metrics Graph options Source
Al > 83 Q Search forany metric, dimension o reso
16 Metrics
e Metrics
Cancel
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5. Now select storage matrix as well as bucket.

Select metric

Untitled graph

14:45 15:00 15:15

All metrics Graphed metrics Graph options

All > 83 > Slorage Metrics Q, S

BucketName (16)

AbhishekDas4499
AbhishekDas0317

15:30 1545 16:00

Source

StorageType
StandardStorage

AllStorageTypes

1h 3h 12h 1d 3d 1w custom ~ | Line - 2
1615 1630 645 17.00 s 30

Graph search
Metric Name
BuckelSizeBytes

NumberOfObjects

Cancel

6. Then edit matrix condition and

condition and threshold value.

configure threshold type, alarm

CloudWatch > Alarms » Create alarm
Specify metric and
conditions

Metric

Graph
alaces

Count 52

0222 02724

Specify metric and conditions

Edit

Namesp

AWS/S3

Metric name

NumberOfObjects

StorageTyps

AllStorageTypes

Conditions
Threshold type
O Static

se as a threshold

Whenever NumberOfObjects is...

Anomaly detection
a band as a threshold

Defin 2 alarm condition.
© Greater Greater/Equal Lower/Equal Lower
than
Define threshold value
lust be a number
» Additional configuration
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7. Click on next and select alarm trigger.

Cloudwatch Alarms Create alarm

Configure actions

Specify metric and
conditions

Notification

Configure actions
Alarm state trigger
larm state that

© Inalarm OK

he alan

Select an SNS topic
Define the SNS (S ple Notification Service) tapic that

© Select an existing SNS topic
Create new topic
Use topic ARN

Send a notification to...

Add notification

Insufficient data

Remove

8. Create SNS for notification and write the topic name.

CloudWatch Alarms Create alarm

Configure actions

Specify metric and
conditions

Notification

Configure actions
Alarm state trigger
Define the alarm state that will

© Inalarm 0K Insufficient

Select an SNS topic
Define the SNS (Simple Notification Service) topic that
© Select an existing SNS topic

Create new topic

Use topic ARN

Send a notification to..

Q

Add notification

he alarm has

Remove

9. For email notification provide email id and then click on create

topic.

Select an SNS topic
Select an existing SNS topic
© Create new topic

Use topic ARN

Create a new topic..
topic name must be unique

Def

It_CloudWatch_Alarms_Topic

NS topic names can contain only alphanumeric characters, hyphens (-) and underscoras (

Email endpoints that will receive the notification...
id a comma-separated list of email addresses. Each address will be added as a subscription to the topic ab

abhisipud@gmail.com
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Send a notification to...

Q, Default_CloudwWatct

sts for this accou

Email (endpaints)
abhisipud@gmail.com - View in SNS Console [2

Add notification

Auto Scaling action

Add Auto Scaling action

EC2 action

Tis action is only available for ECZ Per-Instance Metrics.

10. Click on next and write alarm name.

Cloudwatch Alarms Create alarm

Add name and description

Name and description

Alarm name
Storage alarms
Add name ani d
description Alarm description - optional

Cancel Previous

11. Again, click on next and create alarm.

12. Our alarm in successfully created for conformation we have to go
to our email and conform its subscription.

13. Then CloudWatch created successfully.

14. In case your bucket size increase then threshold size will also
change correspondingly and notify in your email.
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About Amazon RDS: Amazon Relational Database Service

(Amazon RDS) makes it easy to set up, operate, and scale a relational
database in the cloud. It provides cost-efficient and resizable capacity
while automating time-consuming administration tasks such as
hardware provisioning, database setup, patching and backups.

Process to Configure Amazon RDS:

1. Sign in to the AWS Management Console.

aAWsS aws

Sign in

Root user signin e
® Root user

Account owner that performs tasks requiring Email: abhishekdasE}31T@gmai\.com
unrestricted access. Learn more

= Password Forgot password?

) 1AM user
User within an account that performs daily tasks. { }
Learn more

abhishekdas0317@gmail.com

Sign in to a different account

————— Grete  w ANS acooun

2. Open RDS from services and click on create Database.
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Services ¥

Mumbai ¥ Support ¥

RDS Create database

Create database

Choose a database creation method info

© Standard create Easy create
You set all of the configuration options, including ones Use recommended best-practice configurations. Some
for availability, security, backups, and maintenance. configuration options can be changed after the

database is creat

Engine options

Engine type Info

© Amazon Aurora MySQL MariaDB
-
<>’ 4
PostgreSQL Oracle Microsoft SQL Server

Server

ORACLE

© Amazon Aurora with MySQL compatibility

Edition

Amazon Aurora with PostgreSQL compatibility

Feedback Cookie preferences

hekDas ¥ Mumbai ¥

RDS Create database

Create database

Choose a database creation method info

© Standard create Easy create
. Use recommersded best-pracics conflgurations Some
e Comtigiraton paons Sap e cramgd e the
P
Engine options
Engine type Info
Amazon Aurora © MysaL MariaDB
.
<>‘ J
PostgreSQL Oracle Microsoft SQL Server

ORACLE 550 server
Edition

© MySQL Community

English (US) v

I rights reserved. Privacy Policy

. Now select Free Tier Template.

Templates

Choose a sample template to meet your use case

Production Dev/Test © Free tier

Use defaults for high availability This instance is intended for Use RDS Free Tier to develop
and fast, consistent development use outside of a

performance. production environment

experience with Amazon RDS.
fo

Settings

DB instance identifier Info

ype a name for your DB instance. The name must be unique across all DB instances owned by your AWS account in the current AWS

Region.
database-2
The DB instance identifier is case-insensitive, but is stored as all lo

q owercase (as in "mydbinstance”). Constraints: 1 to 60 alphanumeric
irst character must be a le

. Can't contain two consecutive hyphens. Can't end

characters or hyphens (1 to 15 for SQL Server),
with a hyphen.

v Credentials Settings
Master username Info
Type a login ID for the master user of your DB instance
admin
1 to 16 alphanumeric characters. First character must be a letter
Auto generate a password
Amazon RDS can generate a password for you, or you can specify your own password
Master password Info

Constraints: At least 8 printable ASCII characters. Can't contain any of the following: / (slash), ‘(single quote), *(double quote) and
(at sign).

English (US) v

[ p— Privacy Policy  Terms of L
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5. And in settings provide its name, master username, password.

Abhishek Das ¥ Mumbai ¥

£

Settings

stance identifier Info
name for your DB instance. The name must be unique across all DB instances owned by your AWS account in the current AWS
Region.
mydatabase007
The DB instance identifier is case-insen: tis stored as all lowercase (as in "mydbinstance"). Constraints: 1 to 60 alphanumeric
haracters or hyphens (1 to 15 for SQ rst character must be a letter. Can't contain two consecutive hyphens. Can't end

with a hyphen.

v Credentials Settings
Master username Info

Type a

gin ID for the master user of your DB instance

admin
110 16 alphanumeric characters. First character must be a letter

Auto generate a password
Amazon RDS can generate a pas:

d for you, or you can specify your own passwor

Master password Info

Constraints: At | t contain

o)

15t 8 printable ASCII characters. Can’ any of the following: / (slash), (single quote), “(double quote) and @

Confirm password info

DB instance class

DB instance class Info
Choos: ce class that meets y
limited to the the engin:

our processing power and memory requirements. The DB instance class options below ar
e you selected af

. supported by ove

Feedback

Support ¥

.S

2

Abhishek Das ¥ Mumbai ¥

DB instance class

DB instance class
Choose a DI

Info

instance class that meets your processi er and memory requirements. The DB instance class option
d by gin

to those support: he e you selected above.

© Burstable classes (includes t classes)

db.t2.micro
1VCPUs 1 GiB RAM

t £85 Optimized

db.t2.micro
1vCPUs  1GIBRAM  Not EBS Optimized
srsions. Info

improve 10PS performance.

bur application’s ne

ified threshold is

Info
base autoscales to the

Maximum storage threshold
Charges will apply when your dat

pecified threshold

Feedback  English (US) ¥ 2008 - 20 et Services Private Ltd. or its affilia served. Privacy Policy  Terms of Use

Services ¥ arket 4\ AbhishekDas ¥  Mumbai v

Storage

Storage type Info

General Purpose (SSD)

Allocated storage

20 GiB
(Minimunm: 20 GiE, Maximum: 16,584 GiB) Higher allocated storage may improve IOPS performance
Storage autoscaling info
rovides dynamic scaling support for your database’s storage based on your application’s needs
Enable storage autoscaling
ture will allow the storage to increase once the specified threshold is
Maximunm storage threshold Info
Charges will apply when your database autoscales to the specified threshold
GiB

1000

Minimum: 21 GiB, Maximum: 16,584 GiB

Availability & durability

Multi-AZ deployment Info

Connectivity

Support v

Cookie preferences

Support v




. In Connectivity, allow public access and also choose subnet group

and VPC security group.

Virtual private cloud (VPC) Info

VPC that defines the virtual networking environment for this DB instance.
Default VPC (vpc-34da2asf) v
Only VPCs with a corresponding DB subnet group are listed

@ After a database is created, you can't change the VPC selection.

Subnet group Info
DB subnet group that defines which sub

s and IP ranges the DB instance can use in the VPC you

default-vpc-34da2asf v

Public access Info

O ves

Amazon EC2 inst and devices outside the VPC can connect to your database. Choose one or more VPC security groups that
specify which ances and devices inside the VPC can connect to the database.

No

RDS will not assign a public IP address to the database. Only Amazon EC2 instances and devices inside the VPC can connect to
your database.

VPC security group
Choose a VPC secu
incoming traffic.

group to allow access to your database. Ensure that the security group rules allow the appropriate

Create new
Create new VPC security group

© Choose existing

Choose existing VPC security groups

Existing VPC security groups

default X

English (US) v

© Password authentication
Authenticates using database password:

Password and IAM database authentication
Authenticates using the database password and user creder

ough AWS IAM users and

» Additional configuration
Database options, backup enabled, backtrack disabled, Enhanced Monitoring disabled, maintenance, CloudWatch Logs, delete
protection disabled

Estimated monthly costs

The Amazon RDS Free Tier is available to you for 12 months. Each calendar month, the free ti
use the Amazon RDS resources listed below for free:

r will allow you to

« 750 hrs of Amazon RDS in a Single-AZ db.t2.micro Instance
« 20 GB of General Purpose Storage (SSD).

« 20 GB for automated backup storage and any user-initiated DB Snapshots.

Learn more about AWS Free Tier. [2

When your free usage expires or if your application use exceeds the free usage tiers, you simply pay standard,
pay-as-you-go service rates as described in the Amazon RDS Pricing page. [4

® You are responsible for ensuring that you have all of the necessary rights for any third-party products or
services that you use with AWS services.

Cancel

Feedback  English (U

Services ¥ mark

Amazon RDS X RS

Databases

Dashboard

Databases @ Group resources

Databases
Query Editor Q
Performance Insights

DB identifier a Role v

Snapshots

Automated backups mydatabase007 Instance

Reserved instances

Proxies

Subnet groups

Parameter groups

Engine v

MySQL Community

Region & AZ ¥

ap-south-1b

Support ¥

preferences

Mumbai ¥ Support ¥

Privacy Pol nsof Use  Cookie prefer

£ AbhishekDas v

Mumbai ¥ Support ¥

1 (o]
Status v cPU c

Size v

db.t2.micro @ Creating -
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9. Then go to EC2 and click on security group.

Services ¥

ances

Instances .
Security Groups (1/1) info
Instance Types

[al |
[ clearfitters

Security group ID v

Launch Templates

Spot Requests | security group 1D: sg-e3c3089b X |

Savings Plans

Reserved Instances Name v Security group name v VPCID

1 @

v Description v Owner

Dedicated Hosts ‘ RDS sg-e3c3089b default vpc-34da2asf [4

default VPC security gr.. 79252294291

Capacity Reservations

v Images

AMIs

<

Elastic Block Store
Volumes
Snapshots

Lifecycle Manager

v Network & Security
Security Groups
Elastic IPs.
Placement Groups
Key Pairs sg-e3c3089b - default

Network Interfaces

Details Inbound rules Outbound rules Tags

v Load Balancing
Load Balancers

Target Groups Details

¥ Instances

Instances .
Security Groups (1/1) info
Instance Types

>

Privacy Policy.

Terms of Use

4 AbhishekDas ¥  Mumbai ¥

(o) [t ~ |

Launch Templates Q L @
Spot Requests Security group ID: sg-e3c¢3089b X ‘ ‘ Clear filters
Savings Plans
Reserved Instances Name v Security group ID v Security group name v VPCID v Description v Owner
Dedicated Hosts RDS sg-e3c3089b default vpc-34dazasf [3 default VPC security gr... 79252294291
Capacity Reservations C
v Images B ==
AMIs sg-e3¢3089b - default
v Elastic Block Store Details Inbound rules Outbound rules Tags
Volumes
Snapshots
Lifecycle Manager Inbound rules (6) Edit inbound rules
v Network & Security Type Protocol Port range Source Description - optional
Security Groups
All traffic All All +/0 -
Elastic IP
asticPs All traffic Al Al 5g-e3c3089b / default -
Placement Groups son rop 2 0000/0 _
Key Pairs SSH Tcp 22 :/0 -
Network Interfaces
ctworkIntertace MYSQL/Aurora TCP 3306 0.0.0.0/0 -
v Load Balancing MYSQL/Aurora TP 3306 +/0 =

Load Balancers

Target Groups

/ap-south

EC2 Security Groups 5g-€3c3089b - default Edit inbound rules

Edit inbound rules

Inbound rules control the incoming traffic that's allowed to reach the instance

Inbound rules info
Type info Protocol Info  Portrange Info Source Info
All traffic v 1 All custom v | Q
[0 %
Al traffic v A custom v | Q
‘SgrES(SOBQD x
ssH v 22 Anywh... &
Custom [00000 X/ [z0 X
Anywhere
ssH v rcp My 1P Q

Description - optional

£ Abhishek Das Mumbai v Support ¥

Info

Delete
Delete

Delete

Delete
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2.Now browse this site
https://dev.mysal.com/downloads/workbench/ “and download
MySQL installer.

® MySQL Community Downloads
< MySQL Workbench

General Availability (GA) Releases Archives

MySQL Workbench 8.0.23

Select Operating System:

[ Microsoft Windows ~
Recommended Download:

MySQL Installer
ysQ for Windows

All MySQL Products. For All Windows Platforms.
In One Package.

Windows (x86, 32 & 64-bit), MySQL Installer MST Go to Download Page >

Other Downloads:

Windows (x86, 64-bit), MS! Installer 8.0.23 38.2M Downl

MDS: 360291ee692deaa5e165e1823:

jorkbench-community-5.

6086 | Signature

@ e suggest that you use the MDS5 checksums and GnuPG signatures to verify the integrity of the packages you
download.

13.Then install MySQL and launch it.

£ AbhishekDas v Mumbai v Support ¥

Reserved Instances

Dedicated Hosts DEBR/) [ C J[ ctions ~ |

Capacity Reservations Q 1 &
v
mages B8 Name v Security group ID v Securitygroupname v  VPCID v Description v Owner
AMIs .
- sg-0dd7b432726406187 launch-wizard-4 vpc-34da2asf [ launch-wizard-4 create... 79252294z
v Elastic Block Store - 0 MySQL Workbench 80 CE - Setup Wizard x stz launch-wizard-7 create... 792522942

Welcome to the Setup Wizard for MySQL sf 2 default VPC security gr... 792522942
Workbench 8.0 CE

Volumes RDS

Snapshots ! 2

The Setup Wizard wil Instal version 8.0.23 on your compuer. To E = =

Lifecycle Manager continue, click Next.

3 5g-e3c3089b - default
v Network & Security

Security Groups Details Inbound rules

Elastic IPs
WARNING: This program is protected by copyrigh faw and

Ftamations treaties

Placement Groups

Inbound rules (6)

[ editinbound rutes

Key Pairs
Network Interfa

ork Interfaces Type Description - optional
¥ Load Balancing All traffic -
Load Balancers All traffic ww aw - 5907 geraut -
Target Groups SSH TCce 22 0.0.0.0/0 -
v Auto Scaling SSH TP 22 /0 -
Launch Configurations MYSQL/Aurora ee 3306 00.00/0 -
MYSQL/Aurora Tcp 3306 /0 -

Auto Scaling Groups

Services ¥ Support ¥

Reserved Instances

Dedicated Hosts e Lo ][ acion ~

Capacity Reservations Q 1 (o)
v
mages -] Name v Security group ID v Security group name ¥ VPCID v Description v Owner
AML
* = 5g-0dd7b432726406187 launch-wizard-4 vpc-34dazasf [4 launch-wizard-4 create.. 792522942
w Elastic Block Store - 1 MySQL Workbench 8.0 CE - Setup Wizard X |sfpa launch-wizard-7 create... 792522942
Volumes RDS Tmetaling seySQl Workbanch 2.0 C2 5 (4 default VPC security gr. 792522943
The program festures you selected are being instalied.
Snapshots >
Plasse walt hie the Setup Wizsrd nstalls MySQL Workbench 8.0 CE. This may B E @

Several minutes.

Lifecycle Manager

5g-e3c3089b - default statu
¥ Network & Security y
Copying new files

Security Groups Details Inbound rules
Elastic IPs
Placement Groups

Inbound rules (6) Edit inbound rules
Key Pairs

Network Interfaces y
Type Description - optional

v Load Balancing All traffic

Load Balancer T



https://dev.mysql.com/downloads/workbench/

14.Then click on database >> connect database.

&) MySQL Workbench = =] <
ﬁ
File Edt View Database Tools Scriping Help

Connect to Database. CulsU

bVeIcome to MySQL Workbench

L} Edit Type Mappings for Generic Migration.

MySQL Workbench is the official graphical user interface (GUI) tool for MySQL. It allows you to design.

work with database objects and insert data as w

hemas and data from other

— seri w i da o migrate sc

database.

Q Filter connections

MySQL Connections ®®

MySQL Workbench could not detect any MySQL server running.
This means that MySQL is not installed or is not running.

X
v Welcome to MvSOIL Warkbench

|
] Connect to Database
[ ]
) Stored Cornectiors | ] selec om soved commecton setioss | gesin
@) Connection Method: | Standard (TCP/IP) | Method to use to connect to the RoBMS  b] as

— Parameters SSL  Advanced m other

Mestnome: sz 1rds. amazorans.com] Pors (3308 Name or 7 address of the server host -and

TCP/P port.
Neme of the user to connect with.

mydatabase007
Store in Vauit = The users rd. Wil be requested later f its
Defauit Schema: The schema to use as default schema. Leave
blank to select it later. .
< Filter connections

MySQL Connections @®

16.Then click on connect.

1| [ connect to MySQL Server x

Please enter password for the following service:
r— Service: Mysgl@mydatabase007.cvixongmfedc.ap-south-1.rds.amazonaws.com: 3306
\(' \ (M User: mydatabase007
N

ﬁ-mkm_nchl Password:

EEEEEEEESE

[[] save password in vault

(o] [ conn
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17.After successful connection we can create database.

MySQL Connections ®®

elcome to MvSQOl

nch

Waorkh

<] Select from saved connection settings

Connect to Database

Stored Connection: |

Connection Method: | Standard (TCP/IP) ~ | Method to use to connect to the ROBMS.

Parameters SSL  Advanced

Hostname: . [-southLrds amazonan.com] Port: (3308 | Home or 1o sckessofthe sever host -and
port

L ydatabase007

Store in Vaut ... Clear

Default Schema:

design.
1l as

m other

< Filter connections

A~ wm 7 d) ENG 2003 B
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10:

About AWS CLI (Command Line Interface):

AWS Command Line Interface (CLI) is a unified tool to manage
your AWS services. With just one tool to download and configure, you
can control multiple AWS services from the command line and
automate them through scripts.

Process to Configure Amazon CLI:

1. Sign in to the AWS Management Console.

aAWsS aws

Sign in
Root user signin e

® Root user

Account owner that performs tasks requiring Email: abhishekdasE}31T@gmai\.com
unrestricted access. Learn more

. Password Forgot password?

) IAM user
User within an account that performs daily tasks. { }
Learn more

abhishekdas0317@gmail.com

Sign in to a different account

————— Grete  w ANS acooun

2. In Dashboard, go to My Security Credential.

£ AbhishekDas 4 Mumbai ¥ Support ¥

My Account 792522942915

AWS Management Console ——

My Service Quotas

) My Billing Dashboard
AWS services Stay con
resource Y

v Recently visited services

8 ros &) CloudWatch & VPC

/| A
o
L= AWS Console Mobile App to your iOS or
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3. Then click on Access Key and Create New Access Key.

Identity and Access
Management (IAM)

Dashboard
~ Access management
Groups
Users
Roles
Policies
Identity providers
Account settings
~ Access reports
Access analyzer
Archive rules
Analyzers
Settings
Credential report
Organization activity

Service control policies (SCPs)

Q, Search IAM

AWS account ID:
792522942915

. Now click Show Access Key, then it will show Access key ID as well

« Your Security Credentials

Use this page to manage the credentials for your AWS account. To manage credentials for AWS Identity and Access Management (IAM) users, use the IAM Console .

To learn more about the types of AWS credentials and how they're used, see AWS Security Credentials in AWS General Reference.

- Password

-~ Multi-factor authentication (MFA)

~ Access keys (access key ID and secret access key)
Use access keys to make programmatic calls to AWS from the AWS GLI, Tools for PowerShell, AWS SDKSs, or direct AWS API calls. You can have a maximum of two access keys (active or
inactive) at a time.

For your protection, you should never share your secret keys with anyone. As a best practice, we recommend frequent key rotation.
If you lose or forget your secret key, you cannot retrieve it. Instead, create a new access key and make the old key inactive. Learn more
Last Used Last Used

Last Used Status Actions.

Created Access Key ID. Region Service

Create New Access Key

Root user access keys provide unrestricted access to your entire AWS account. If you need long-term access keys, we recommend creating a new IAM user with limited
permissions and generating access keys for that user instead. Learn more

~ CloudFront key pairs
~ X.509 certificate

= Account identifiers

as Secret Access Key.

Create Access Key

Your access key (access key ID and secret access key) has been created successfully.
Download your key file now, which contains your new access key ID and secret access key. If you
do not download the key file now, you will not be able to retrieve your secret access key again.
To help protect your security, store your secret access key securely and do not share it.
» Show Access Key
| Download Key Fite | Close |

Support ¥

Create Access Key

Your access key (access key ID and secret access key) has been created successfully.
Download your key file now, which contains your new access key ID and secret access key. If you
do not download the key file now, you will not be able o retrieve your secret access key again.
To help protect your security, store your secret access key securely and do not share t.

v Hide Access Key

Access Key ID:  AKIASRBQMNHB5RGM3H7D
Key:  k4Hc2Ui20j

TwYwe8cO

Download Key File || Close
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5. Now search for Aws Command Line Interface, Download and

install it.

aws
S

Products Solutions Pricing Documentation Learn

Partner Network

Contact Sales

AWS Marketplace Customer Enablement  Events

Explore More

EEEETE——
Support~ English~ My Account~ Sign In to the Console

Q

RELATED LINKS
Documentation
Tools

Release Notes

Get Started with AWS for Free

Create Free Account

d Line Interface

1ce

The AWS Command Line Interface (CLI) is a unified tool to manage your AWS services.
With just one tool to download and configure, you can control multiple AWS services
from the command line and automate them through scripts.

The AWS CLI v2 offers several new features including improved installers, new
configuration options such as AWS Single Sign-On (5S0), and various interactive
features.

Getting Started » CLI Reference » GitHub Project » Community

Forum »

aws-shell (Developer Preview)

Windows
Download and run the 64-bit Windows
installer.

Macos
Download and run the MacOS PKG
installer

Linux
Download, unzip, and then run the Linux
installer

Amazon Linux
The AWS CLI comes pre-installed on
Amazon Linux AMI,

Release Notes

Check out the Release Notes for more
information on the latest version.

aws-shell is a command-line shell program that provides convenience and productivity features to help both new and advanced users

of the AWS Command Line Interface. Key features include the following.

« Fuzzy auto-completion for
o Commands (e.g. ec2, describe-instances, sqs, create-queue)

o Options (e.g

stance-ids, —-queue-url)

aws
p—

Products Solutions Pricing Documentation Learn

Partner Network ~ AWS Marketplace

Contact Sales

Customer Enablement  Events

Explore More

Support~  Englishv My Account~

R T
Sign In to the Console

Q

RESOURCES

RELATED LINKS
Documentation
Tools

Release Notes

Get Started with AWS for Free

Create Free Account

A\ALC - 41 (TR
AN @ AWs Command Line Interface v2 Setup = x
The aAMAZON  Wwelcome to the AWS Command Line es.
Wit webservices Interface v2 Setup Wizard E
from
The The Setup Wizard vil install AWS Command Line Iterface v2.

on your compuer. Click Next t continue or Cancel o ext the
con Setup Wizard.
feat

==
Get]
Forum »

aws-shell (Developer Preview)

Windows
Download and run the 64-bit Windows
installer.

Macos
Download and run the MacOS PKG
installer.

Linux
Download, unzip, and then run the Linux
installer

Amazon Linux
The AWS CLI comes pre-installed on
Amazon Linux AMI

Release Notes
Check out the Release Notes for more
information on the latest version.

aws-shell is a command-line shell program that provides convenience and productivity features to help both new and advanced users

. Then Open Command Line and type “aws configuration”.

aws
)

Products Solutions Pricing Documentation Learn

RESOURCES
[&] Command Prompt

soft Wind sion 10.0.19042.906]

Microsoft Corporation. Al

ghts rese

Users\Abhi Arpi>aws config

Partner Network

Contact Sales

AWS Marketplace ~ Customer Enablement  Events

Getting Started » CLI Reference » GitHub Project » Community

ed

Explore More

Support~  English~ My Account~

Q

Amazon Linux AMI.

Release Notes
Check out the Release Notes for more
information on the latest version.

eatures to help both new and advanced users

bzon SNS topic names)

thout leaving the shell

To find out more, check out the related blog post on the AWS Command Line Interface blog,
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7. Then Provide Access key ID and Secret Access key.

aws Services v £ AbhishekDas v

Identity and Access . .
Management (IAM) « Your Security Credentials

Use this page to manage the credentials for your AWS account. To manage credentials for AWS Identity and Access Management (IAM) users, use the IAM Console
Dashboard To learn more about the types of AWS credentials and how they're used. see AWS Security Credentials in AWS General Reference.
E=] Command Prompt - aws config

~ Access managel =
I#icrosoft Windows [Version 10.0.19042.906]

Groups (c) Microsoft Corporation. All rights reserved
Users \Users\Abhi Arpi configure
A Access ID [None]: AKTA3RBQUNHBSRGMIH7D
Roles s Secret Access Key [Nonel: k4HC2Ui20jcbnyfPd8P3omfEMOYZNMaBTWYweSc

Policies
[AWS API calls. You can have a maximum of two access keys (active or
Identity providers

Account settings tation.

~ Access reports active. Learn more

Access analyzer o Lasttissg Status Actions
Service
Archive rules
Analyzers
Settings

commend creating a new IAM user with limited
Credential report

Organization actiy

Service control po|

Q Search

~ Account identifiers

AWS account ID:

aWs  services v Q_ Search for servi 4. AbhishekDas ¥ Global ¥  Support ¥

Identity and Access : 2
Management (IAM) « Your Security Credentials

Use this page to manage the credentials for your AWS account. To manage credentials for AWS Identity and Access Management (IAM) users, use the IAM Console

Dashboard To learn more about the types of AWS credentials and how they're used, see AWS Security Credentials in AWS General Reference.

mmand Prompt - aws configure
~ Access management Bl -

Microsoft Windows [Version 10
i t i 1

Groups () M poration. ALl righ

Users

Roles AuS Secret A Key [Nonel: kaHc 3 30mFEMOY ZnMaBTWYWeBCO
ap-south-1

Policies E

2 maximum of two access keys (active or
Identity providers

Account settings
~ Access reports.
Access analyzer sStatus Actions
Archive rules
Analyzers
Settings

new IAM user with limited
Credential report

Organization activity

Service control policies (SCPs)

~ Account identifiers

Identity and Access 5 H
ty « Your Security Credentials
Management (IAM)
Use this page to manage the credentials for your AWS account. To manage credentials for AWS Identity and Access Management (IAM) users, use the IAM Console
Dashboard To learn more about the types of AWS credentials and how they're used, see AWS Security Credentials in AWS General Reference.
s mamgoment 53 Command Prompt - aws configure =
= Windows [Version 10.0.19042
Groups (c) Microsoft Corporation. All rights
Users Abhi Arpi>aw:
= Access Key 10 (None]: AKIASRBQUNHBSRGH3HD
Roles ss Key [None]: k4Hc2Ui2@jcbnvfPe fEMOYZnMaBTwYwe8cO
pefault region name [Nonel: ap-south-1
Policies e Beooc ] i

ault output format [None a maximum of two access keys (active or
Identity providers

Account settings
~ Access reports

Access analyzer Status Actions
Archive rules

Analyzers

Settings

new IAM user with limited
Credential report

Organization activity

Service control policies (SCPs)

 Account identifiers
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9. Then type “aws ec2 create-vpc —cidr-block 10.0.0.0/16".

£\ Abhishek Da Global ¥

Identity and Access . -
Management (IAM) . Your Security Credentials

Use this page to manage the credentials for your AWS account. To manage credentials for AWS Identity and Access Management (IAM) users, use the IAM Console

Dashboard To learn more about the types of AWS credentials and how they're used, see AWS Security Credentials in AWS General Reference.

~ Access management

Groups
Users .
Roles N
Policies

a maximum of two access keys (active or
Identity providers Pt sl e

Account settings
~ Access reports
Access analyzer Status Actions
Archive rules
Analyzers

Settings

new IAM user with limited
Credential report

ity
Service control policies (SCPs)

Organization a

Q Search IAM
= Account identifiers
AWS account ID:

79: 42915

Services v

Identity and Access

Ay . Your Security Credentials

Use this page to manage the credentials for your AWS account. To manage credentials for AWS Identity and Access Management (IAM) users, use the IAM Console .

Dashboard To lear more about the types of AWS credentials and how they're used, see AWS Security Credentials In AWS General Reference.
= ncass s Rl = cormena Promt
Groups
- S\Abhi Arpi>aws ec2 create-vpc --cidr-block 10.0.0.0/16
Users q
= "Vpe": {
Roles “CidrBlock": "10.0.0.0/16",
. “DhcpOptionsId”: “dopt-9le!
Policies s

Lox a maximum of two access keys (active or
identity providers

Account settings
~ Access reports ¢

Access analyzer

Status. Actions
Archive rules e Stater s sociated"

Analyzers

Settings

new IAM user with limited
Credential report

Organization activity

Abhi

Service control policies (SCPs)

Q Search IAM

= Account identifiers
AWS account ID:
792522942915

ENG 23:30

Support v
@ New VPC Experience (6]
el us what you thin

Your VPCs (2) info Actions ¥

VPC Dashboard

1
Filter by VPC: Q @
Q selectaV N
ame VvPCID state 1Pva CIDR 1Pv6 CIDR
VIRTUAL PRIVATE .
v - c 2as1 ailable -
cLoUD vpc-34da2asf @ Availabls 172.31.0.0/16
- vpc-0d1a201eaa1f8eOcd @ Available 10.0.0.0/16 .
Subnets

Route Tables
Internet Gateways

Egress Only Internet
Gateways

DHCP Options Sets

Elastic IPs

Managed P
Lists

Endpoints
Endpoint Services
NAT Gateways

Peering Connections

¥ SECURITY
Network ACLs B =@
Select a VPC above
Security Groups
¥ REACHABILITY
Reachability Analyzer

Gookie preferences
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